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1.0 POLICY

The Judicial Branch collects and maintains employee personnel records while protecting an employee's right of privacy pursuant to Article II, Section 10 of the 1972 Montana Constitution; and

a. To insure employee awareness of records held, access to records, and to allow correction of records; and,

b. To restrict access to confidential employee personnel records to only those with a job‑related purpose to view or use the records.  Others may have access to confidential records only with the informed and voluntary written consent of the employee or pursuant to an order from a court of competent jurisdiction. 

2.0 DEFINITIONS

"Access" means permission to view and use records.

"Confidential records" are records concerning an employee to which there is restricted access.

"Document" is an object upon which information is written, transcribed or recorded.

"Employee personnel record" is information relating to an employee's employment with the Judicial Branch and is appropriate for preservation as evidence of compliance with employment policies, practices and decisions.  An employee personnel record may be a paper document or information maintained in a secure information system.  Other programs including, but not limited to, Public Employees Retirement System (PERS), workers’ compensation or unemployment insurance, develop records relating to an employee.  These records are not an employee personnel record as defined in this policy.

"Records" are a body of recorded information.  This information may be manually or electronically recorded and maintained.  

3.0
PROCEDURE

Personnel files are maintained in the Supreme Court Administrator’s Office located at 215 North Sanders, Helena, MT.  Personnel files may contain the following:

a. Payroll information including position title, salary history, leave history, beneficiary statements and any other relevant information;

b.   Original employment applications;

c. Original signed performance appraisals;

d. Training and education logs;

e. Other relevant information including letters of warning or other discipline (letters of this type must include the employee’s signature or a statement of a refusal to sign the document); 

f. Documents included at the employee’s request; and

g. Any other relevant documents.

3.1 ACCESS TO EMPLOYEE PERSONNEL RECORDS  

 All employee personnel records are confidential and access is restricted, except that an employee's position title, dates and duration of employment and salary are public information and must be released on request.  


The following provisions apply to employee personnel records:


a. The employee has access to his or her employee personnel records.  An employee may file a written response to information contained in employee personnel records, which becomes a permanent part of the record.  

b. An employee’s supervisor, chain-of-command, including the supervising Supreme Court Justice or supervising District Court Judge, if applicable, and the Human Resources staff have access to an employee’s personnel records. 

c. Information collected regarding medical examinations or inquiries must be    treated as confidential medical records in compliance with the Americans with Disabilities Act (ADA) and the Montana Uniform Health Care Information Act, 50-16-501, MCA.  Information must be collected and maintained on separate forms in separate files from employee personnel records.  As provided in the ADA, access to confidential medical records is restricted to supervisors and managers when identifying restrictions on the employee's work or duties or identifying necessary accommodations; first aid and safety personnel, when appropriate, if the disability might require emergency treat​ment; and upon request from government officials investigating compliance with the ADA.

d. Nothing in this policy prohibits those having authorized access to employee personnel records, as provided in this policy from relying on the content of those records when responding to a request for an employment reference.

e. The Human Rights Bureau of the Department of Labor and Industry, has access to personnel records directly related to complaints of discrimination.

f. Employee personnel records, as defined in this policy, do not include documents, information or other evidence develop​ed as part of an investigation.  Investigations may include, but are not limited to, grievance investigations; violation of department rules, policies and procedures; or matters which may result in civil or criminal prosecution.  Access to such documents will be determined on a case-by-case basis, balancing the constitutional guarantees of the right of privacy, Article II, Section 10, and the right to know, Article II, Section 9.
g. Other persons may obtain access to employee personnel records only with the employee's informed and written permission or with an order from a court of competent jurisdiction. 

h. Human Resources’ staff will inform the employee when an order from a court of competent jurisdiction has been received requiring access to an employee's personnel records. An employee will be given 10 working days to respond prior to a release of the records. Human Resources staff will inform an employee when an unauthorized request has been made for his/her file.

3.2 MAINTENANCE OF PERSONNEL RECORDS

Personnel records of former employees will be maintained in a records management facility for a period of 20 years. Access to such records is limited as described above. 

3.3 WORKING FILES

Nothing in this policy prevents a supervisor(s) from maintaining an internal working file his/her office for employees he/she supervises.  A working file allows a supervisor to maintain information necessary to provide quality supervision and office management. The file may include, but is not limited to, copies of performance appraisals, position descriptions, written disciplinary materials, supervisory notes, and payroll-related items. Working files must be maintained in a location where the confidentiality of the information can be protected.  A supervisor is not required to allow an employee to review the contents of a working file.  If an item in a working file is part of a formal disciplinary action, the supervisor must comply with the Discipline and Discharge Policy #202, which has specific requirements about an employee’s access to information. 
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