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BILL ~_9f ~ 
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A BILL FOR AN ACT ENTITLED: "AN ACT TO PROVIDE FOR AND 

REGULATE THE INTERCEPTION OF WIRE OR ORAL COMMUNICATIONS 

DURING TERRORIST INCIDENTS AND WHEN ONE OR MORE PERSONS HAVE 

TAKEN ONE OR MORE HOSTAGES OR HAVE BARRICADED THEMSELVES IN 

ANY PLACE FOR ANY PURPOSE." 

WHEREAS, there is an increasing number of incidents in 

which a person or persons engage in terrorist acts, take 

hostages, or barricade themselves in a home, business, 

government building, or other place; and 

WHEREAS, these situations are extremely threatening to 

persons and property; and 

WHEREAS, these situations pose unique and extremely 

difficult problems to law enforcement personnel, compounded 

by the need to act swiftly and with all available 

information; and 

WHEREAS, the ability to monitor communications between 

the person or persons creating the situation and other 

persons is often crucial to a satisfactory termination of 

the incident; and 

WHEREAS, the interception and monitoring of wire or 

oral communications lS the subject of fede~al statutes, 

l~n• "•"'"·" '""""' 
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1 codified at 18 U.S.C.A. 2510-2520, that extensively regulate 

the matter and have preempted this field of law so that 

3 states must follow the federal statutes and may enact mare 
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restrictive law but not less restrictive law. 

THEREFORE, The Legislature of the State of Montana 

finds it appropriate to pass a law modeled on the federal 

statutes and addressing these situations and the problems 

arising from them. 

BE IT ENACTED BY THE LEGISLATURE OF THE STATE OF MONTANA: 

Section 1. Definitions. In [this act], the following 

definitions apply: 

(1) "Aggrieved person 11 means a person who was a party 

to any illegally intercepted wire or oral communication or a 

person against whom the interception was illegally directed. 

(2) 11 Conununications common carrier" means a person 

engaged as a common carrier for hire in intrastate, 

interstate, or international communication by wire or radio 

or by satellite, fiber optics, or any ot~er energy-based 

communications transmission system. 

(3) ''Contents'', when used with respect to a wire or 

oral communication, includes any information concerning the 

identity of the parties to the communication or the 

existence, substance, purport, 

communication. 

-2-
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(4) ''Electronic, mechanical, or other device'' means a 

device or apparatus that cdn be used to intercept a wire or 

oral communication other than: 

(a) a telephone or telegraph instrument, equipment, or 

facility or a component thereof furnished tJ a subscriber or 

user by a communications common carrier in the ord1nary 

course of its business or being used by a co~~unications 

common carrier in the ordinary course of its business or by 

an investigative or law enforcement officer in the ordinary 

course of his dutiesi or 

(b) a hearing aid or similar device used to correct 

subnormal hearing to not better than normal. 

(5) 11 Intercept'' or "interception'' means the aural 

acquisition of the contents of a wire or oral communication 

through the use of any electronic, mechanical, or other 

device. 

(6) "Investigative or law enforcement officer'' means 

an officer of the state of Montana empowered by law to 

conduct investigations of, or to maKe arrests for, offenses 

enumet"ated in [this act] and an attorney authorized by law 

to prosecute or participate in the prose~ution of such 

offenses. 

( 7) "Judge" means a judge of a district court. 

(8) "Oral communication" means an oral communication 

uttered by a person under circumstances justifying an 
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that the communication lS net subject to 

(9) "Person 1
' mean3 an employee or age11t of the state 

or a political subdivision of the state and an individual, 

par-tnership, association, joint stock 

cooperative, or corporation. 

conpany, trust, 

(10) "Wire communication" means a communication made in 

whole or in part th~ough the use of facilities foe the 

t~ansmission of communications by the aid of wire, cable, or 

other like connection between the point of origin and the 

point of reception, furnished or opet"ated by a person 

engaged as a common carrier in providing or operating such 

facilities for the transmission of intrastate, interstate, 

or foreign communications. 

Section 2. Interception and disclosure of wire or oral 

communications prohibited -- penalty. (l} Except as 

otherwise specifically provided in [this act], it is 

unlawful for any person to: 

(a) 

procure 

willfully intercept, 

any other person to 

endeavor to i0~ercept, 

intercept or endeavor 

intercept a wire or oral communication; 

or 

to 

(b) willfully use, endeavor to use, or procure any 

other person to use 

mechanical, or other 

communication when: 

oc endeavor 

device to 

-4-
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( i) the device is affixed to or otherwise transmits a 

signal ~nr~ugh a wire, cable, or other like connection used 

in a w~re communication; or 

(ii) the device transmits communications by radio or 

interferes with the transmission of the co~~unication; 

(c) ~illfully disclose or endeavor to disclose to any 

other person the contents of a wire or oral communication, 

knowing or naving reason to know that the information was 

obtained through the interception of a wire or oral 

communica~ion in violation of this subsection (l); 

(d) willfully use or ende~vor to use the contents of a 

wire or oral communication, knowing or having reason to know 

that the information was obtained through the interception 

of a w1re or oral communication in violation of this 

subsection (l); or 

(e) intercept a communication for the purpose of 

committing a criminal act. 

(2} A person violating the pruvisions of subsection 

{l) 1s ?~~~shable by imprisonment in the state prison for a 

term not :o exceed 5 years or a fine not to exceed $5,000, 

ur both. 

I 3) 

(aJ 

employee. 

faciliL1es 

:L is lawful: 

for an operator of a switchboard or an officer, 

or agent of a communications common carrier whose 

are used in the transmission of a wire 

-5-
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communication to intercept, disclose, or use a communication 

1n the normal course of his employm~nt while engaged in an 

activity necessarily incident to the rendition of his 

service or to the protection of the rights or property of 

the carrier of the communication; how~ver, the 

communications common carr1er may not utilize service 

observing or random monitoring except for mechanical or 

service quality control checks~ 

{b) for an officer, employee, or agent of the federal 

communications commission, in the normal course of his 

employment and lfi dischart)e of the monitoring 

responsibilities exercised by the commission in the 

enforcement of chapter 5 of Title 47, u.S.C., to intercept a 

wire communication or oral communication transmitted by 

radio or to disclose or use the information 

obtained; 

thereby 

(c) for a law enforcement officer or a person act~ng 

under the direction of a law enforcement officer to 

intercept a wire or oral commun:ca~ion if he is a party to 

the communication or one of the parties to the communicatlon 

has given prior consent to the interception; 

(d) for an investigative or law enforcement officer to 

intercept a wire or oral communication if one of the par~ies 

to the communication has given prior consent to the 

1nterceptioni 

-6-
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(e) for an employee of a telephone company to 

intercept a wire communication for the sole purpose of 

tracing the origin of the communication if the interception 

is requested by an appropriate law enforcement agency or the 

recipient of the communication and the recipient alleges 

that the communication is obscene, harassing, or threatening 

in nature: and 

(f} for an employee of a law enforcement agency, fire 

department, or ambulance service, while acting in the scope 

oE his employment and while a party to the communication, to 

intercept and record incoming wire communications. 

Section 3. Manufacture, distribution, possessiun, and 

sale of wire or oral communications intercepting devices 

prohibited -- penalty. (1) Except as otherwis~ specifically 

provided in [this act], it is unlawful for a person to 

purposely: 

(a} send through the ~ail or send or carry an 

electronic, mechanical, or other device, knowlng or having 

reason to know that its design renders ~t pri~arily useful 

for the illegal interception of wire or oral communications; 

or 

{b) manufacture. assemble, po~sess, o:r sell an 

electronic, mechanical, or other device, knowing or having 

reason to know that its design renders 1t primarily useful 

for the illegal interception of wire or oral communications. 
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(2} A person violating subsection (1) is punishable by 

imprisonment in the state prison for a ter1~ not to exceed 5 

years or a fine not to exceed $5,000, or both. 

(3) It is lawful for a communications common carrier 

or an officer, agent, or employee cf, or a perscn under 

contract with, a communications common carrier, in the 

norma.l course of the communications common carrier's 

business, or an officer, agent, or employee of, or a person 

under contract with, bidding upon co.:1tracts with, or in the 

course of doing business with the United States, a state, or 

a political subdivision thereof, in the normal course of the 

activities of the United States, a state, or a political 

subdiv)sion of a state, to send through the mail, send or 

carry in interstate or foreign commerce, or manufacture, 

assemble, possess, or sell any electronic, mechanical, OL 

other device, knowing or having r:easor1 to know that its 

design renders it primarily useful for the surreptitious 

interception of wire or oral corrul!unication. 

Section 4. Confiscation of w:re or ~ral ccmmunica:ions 

intercepting devices. An electronic, mechanical, or other 

device used, sent, carried, manufactured, assembled, 

90ssessed, or sold in violae·io¥1--·ot 1"ttri::; '-au-t) 'lfiay :Ol:: '.se-lz-ea 

and forfeited to the state. 

Secti~n 5. Prohib1tion of use ilS ev idt:~nce of 

intercepted wire or oral communications. If a wire or oral 

-8-
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communication has been intercepted, no part of its contents 

and no evidence derived from lt may be received in evidence 

in a trial, hearing, or other proceeding in or before a 

court, grand jury, department, officer, agency, regulatory 

body, legislative committee, or other authority of the state 

or a political subdivision of the state if the disclosure 

would violate {this act]. 

Section 6. Authorization for interception of wire or 

oral communications. The state attorney general or a county 

attorney may authorize an application to a judge for an 

order authorizing or approving the interception of wire or 

oral communications and may apply to the judge for, and the 

judge may grant in conformity with 18 u.s.c. 2518 and {this 

act}, an order authorizing or approving the interception of 

wire or oral communications by investigative or 

responsibility for 

law 

the enforcement 

investigation 

made i E such 

ev1dence of 

officers having 

of the offense as to which the application is 

interception may 

the commiss1on of 

provide or has provided 

an offense punishable by 

imprisonment in the state prison for more than l year by: 

(l) one or more terrorists engaged in a terrorist 

incident; 

(2) one or more persons who have taken a hostage or 

hostages; or 

(3) one or more persons who have barricaded themselves 
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in any place for any purpose. 

Section 7. Authorizacion for disclosure and use of 

intercepted wire or oral communications. (1) An 

investigative or law enforcement officer who, by any means 

authorized by (this act}, has obtained knowledge of the 

cantencs of a wire or oral communication or evidence derived 

from it may disclose the contents to another investigative 

or law enforcement officer to the extent that disclosure is 

appropriate to the proper performance of the official duties 

of the officer making or receiving the disclosure. 

(2) An investigative or law enforcement officer who, 

by any means authorized by {this act], has obtained 

knowledge of the contents of a wire or oral communication or 

evidence derived from it may use the contents to the extent 

that the use is appropriate to the proper performance of his 

official duties. 

(3) A person who has received, by any means authorized 

by [this act}, information concerning a w1re or oral 

communication or evidence derived from it .:..ntercepted in 

accordance with [this actj may disclose the contents of the 

communication or evidence while giving testimony under oath 

or affirmation in a criminal proceeding in a court of this 

state, the United States, any other state, or any political 

subdivision of a state. 

(4) An otherwise privileged wire or oral communicat:on 

-lO-
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intercepted in accordance with or in violation of [this act] 

does not lose its privileged character. 

(5) If an investigative or ldw enforcement officer 

intercepting wire or oral communications in the manner 

authorized in (this actl intercepts wire or oral 

communications relating to offenses other than those 

specified in the order of authorization, the contents of the 

communications and evidence derived from them may be 

disclosed or used as provided in subsections (1) through 

( 3). 

Application for order Section 8. 

interception of 

application for 

wire or oral communications. 

authorizing 

(1) An 

an order authorizing the interception of a 

wire or oral communication must be in writing, upon oath or 

affirmation, to a judge and state the Qpplicant's authority 

to make the application. It must include the following: 

(a) the identity of the investigative or law 

enforcement officer making the application and the officer 

auchoriz1ng the application; 

(b) a complete statement of the facts and 

circumstances relied upon by the applicant to justify his 

belief that an order should be issued, including: 

{i) details as to the particular offense that has 

been, is being, or is about to be co~~itted; 

{ i i) a particular description of the nature and 

-11-
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location of the facilities where the communication is to be 

intercepted; 

(iil) a particular description of the type of 

communications sought to be intercepced; 

(iv) the identity of the person, if Known, committing 

the offense and whose communications are to be intetcepted; 

(c) a full and complete statement as to whether or not 

other investigative procedures have been tried and failed, 

why they reasonably appear to be unlikely to succeed lf 

tried, or if they reasonably appear to be too dangerous; 

(d) a statement of the period of time for which the 

interception is required to be maintained. If the nature of 

the investigation is such that the authorization for 

interception should not automatically terminate when the 

described type of communication has been obtained, a 

particular description of facts establishing probable cause 

to believe that additional communications o( the same type 

will occur thereafter must be included 1n the application. 

(e) a full and complete stacement af the facts 

concerning all previous applications knowr to the individual 

authorizing and making the present application, made to a 

judge for authorization to intercept wire or oral 

comrnunicatio~s involving any of the persons, facilities, cr 

places specified in the present application, and the 

taKen by the judge on each ptior application; and 

-12-
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(f) if the application is for the extension of an 

order, a statement setting forth the results thus far 

obtained from the interception, or a reasonable explanation 

of the failure to obtain results. 

(2) The judge may require the applicant to furnish 

additional testimony or documentary evidence in support of 

the application. 

Section 9. When order authorizing interception may be 

issued -- required contents. (l) Upon application under 

[section 81, the judge may enter an ex parte order, as 

requested or as modified, authorizing the interception of 

wire or oral communications within the state of Montana if 

the judge determines on the basis of the facts submitted by 

the applicant that: 

(a) there is probable cause to believe that an 

individual is committing, has committed, or is about to 

commit an offense referred to in [section 6]; 

(b) there is probable cause to believe that 

cc·mmun i cat ions cancer n~ ng t.hat offense will be obtal ned 

through the interception; 

(c) normal investigative procedures have been tried 

and have failed or reasonably appear to be unlikely to 

succeed if tried or to be too dangerous; 

(d) there :.s probable cause to believe that the 

facilit1es where the wire or oral commllnications are to be 
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intercepted are being used or are about to be used in 

~onnection with the commission cf an offense described 1n 

subsection (l)(a) or are leased to, listed in the name of, 

or commonly used by an individual described in subsection 

(1)(a). 

(2) Each order authorizing the interception of a wire 

or oral communication must specify: 

(a) the identity of the person, if known, whose 

communications are to be intercepted; 

(b) the nature and location of the communications 

facilities where authority to intercept is granted; 

(c) a particular description of the type 

corrununication sought to be intercepted and a statement 

the particular offense to which it relates; 

of 

of 

{d) the identity of the agency authorized to intercept 

the communications and of the person making the application; 

and 

(e) the period of time during which the interception 

1s authorized, including a statement as to whether or not 

the interception automatically terminates when the described 

communication has been obtained. 

Section 10. Required assistance from communications 

conunon carrier and others. An order authorizing: the 

interception of a wire or ora~ communication must, upon 

request of the applicant, direct that a communications 

-l<J-
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common cartler, landlord, custcdian, or other person 

immediately furnish to the applicant all intormation, 

facilities, and technical assistance necessary to accomplish 

the interception unobtrusively and with a minimum of 

interference with the services that the communications 

common carrier, landlord, custodian, or person is providing 

to the person whose communications are to be intercepted. A 

communications common carrier, landlord, custodian, or other 

person furnishing the facilities or technical assistance may 

be compensated therefor by the applicant at the prevailing 

rate. 

Section 11. Time limitation on order. (1) An order 

entered under [section 9] may not authorize the interception 

of a wire or oral communication for a period longer than 

necessary to achieve the objective of the authori~ation, and 

in no event longer than 30 days. Extensions of an order may 

be granted upon application for an extension made in 

accordance with [section 8{1)] and upon the judge's making 

the findings required by [section 9(1) j. An extens1or. m.:1y 

apply only for a period the authorizing judge considers 

necessary to achieve th8 purposes for which the extension is 

granted, and in no event longer than 30 days. 

(21 An order or extension must state that the 

authorization to intercept must be executed as soon as 

practicable, that the interception must be conducted in such 
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a way as to minimize the interception ~f corrununications "t."Jt 

otherwise subject to interception tJnde~ ·:~ 3 act], and that 

the order or extension terminates upcn at- ~t of th~ 

authorized objective, or in any event after 30 days. 

Section 12. Required reports. An -::rder authorizing 

interception under (this act) may require :nat repo{~S be 

ma.de to the Judge who issued the or Je r, showing what 

progress has been made toward achievement of r.he author izeJ 

objective and the need for continuej ~nterception. The 

reports must be made at such intervals ~s the judge may 

require. 

Section 13. When recording :.t intercepted 

communication required. { l) The contents cf a wire or oral 

communication intercepted by any means av.::horized by [this 

act.] must, if possible, be recorded on tape, wire, or other 

comparable device a~d in a manner ~~at protects the 

recording from editing CJr other alteracions. Upon the 

expiration of the period of the order =r extensions, the 

recordings must 1r.unediately be made ava.1 ... a.o~e :o ~he judge 

who i~sued the order and be seaJ.ed unde: his direction. 

Custody of the recordings must be whereve: :he judge orders. 

The re~ordings may not be destroyed except ,..pon an order of 

the issuing or denyi~g judge and must be <ep: for 10 years. 

Duplicate recordings may be made for inve;::o:igative use or 

disclosure under [section 7(1) and (2) J. The ?resence of ~he 
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seal required by subsection (2) of this section or a 

satisfactory explanation of its absence is a prerequisite to 

the use or disclosure of the contents of a wire or oral 

communication or evidence derived from it under [section 

7 ( 3 l I. 

(2) An application or order under [this act] must be 

sealed by the judge. Custody of applications and orders 

shall be wherever the judge directs. An application or order 

may be disclosed only upon a showing of good cause before a 

judge, may not be destroyed except on the order of the 

issuing or denying judge, and must be kept for 10 years. 

Section 14. Disclosure of interception. (1) Within a 

reasonable time, but not later than 90 days, after the 

filing of an application for an order of authorization which 

is denied or the termination of the period of an order or 

its extensions, the issuing or denying judge shall cause to 

be served on the persons named in the order or application 

and such o~her parties to intercepted communications as the 

judge may determine in the interest of justice an 1nventory 

which must include notice of: 

(a) che entry of the order or the application; 

(b) the date of the entry and the period of authorized 

interception, or the denial of the application; and 

(C) whet:her, during the period, wire or oral 

cor.ununicatlons 'Mere or were not intercepted. 

-17-
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(2) Upon the filing of a motion, the judge may make 

available to a notified person or his counsel for inspection 

such portions of the intercepted conununications, 

applications, and orders as the judge determines to be in 

the interest of justice. 

(3) On an ex parte showing of good cause to a judge, 

service of the inventory required by subsection {1) may be 

postponed. 

Section 15. When intercepted communication admissible 

in evidence. (1) The contents of an intercepted wire or oral 

communication or evidence derived from it may not be 

received in evidence or otherwise disclosed in a trial, 

hearing, or ather proceeding in a federal or state court 

unless each party, not less than 10 days before the trial, 

hearing, or proceeding, has been furnished with a copy of 

the court order and accompanying application under which the 

interception was authorized. This 10-day period may be 

waived by the judge if he finds that it was ~ot possible to 

furnish the party with the above information 10 days before 

the trial, hearing, or proceeding and that the party will 

not be prejudiced by the delay in receiving the information. 

(2) An aggrieved person in a trial, hearing, or 

proceeding ln or before a judge, department, officer, 

agency, regulatory body, or other authority of the United 

States, a state, or a political subdivision of a state, may 

-lB-
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move to suppress the contents of an intercepted ~ire or oral 

communication or evidence derived from it on ~he grounds 

that: 

(a) the communication was unlawfully intercepted; 

(b) the order of authorization under which it 

intercepted in insufficient on its face; or 

was 

(c) the interception was not in conformity with the 

order of authorization. 

(3) The motion to suppress must be made before the 

trial, hearing, or proceeding, pursuant to 46-13-3Q2 or the 

hearing rules of the respective body, as applicable. 

(4) In addition to any other right to appeal, the 

state of Montana may appeal an order granting a motion to 

suppress made under subsection (2). The appeal must be made 

within 30 days after the date the order was entered. 

Section 16. Violations punishable as contempt. Any 

17 violation of {sections B through 15] may be punished as a 

18 

19 

20 

21 

contempt by the issuing or denying judge. 

Section 17. Recovery of civil damages authorized. (1} 

A person whose wire or oral communication is intercepted, 

disclosed, or used in violation of [this actJ has a civil 

22 cause of action against a person who intercepts, discloses, 

23 uses, or procures another person to intercept, disclose, or 

24 ·..1se the communication and is entitled to recover: 

25 {a) actual damages, but not less than liquidated 
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damages computed at the rate of $100 a day for each day or 

vLolation or $1,000, wnichever is t1igher; 

(b) punitive damages: and 

(c) Q reasonable attorney fee 

costs reasonably incurred. 

(2) A good faith reliance on 

and other litigation 

a court order or 

legislative authorization constitutes a complete defense to 

any civil or criminal action under [this ac~]. 

Section 18" Severability. If a part of this act is 

invalid, all valid parts that are severable trom the invalid 

part remain in effect. If a part of tt1is ace is invalid in 

one or more of its applications, the part remains in effect 

in all valid applications that are severable fcom the 

invalid applications. 

-End-
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SENATE BILL NO. 453 

APPROVED BY COMMITTEE 
ON JUDICIARY 

INTRODUCED BY VAN VALKENBURG, MAZUREK 

A BILL FOR AN ACT ENTITr,ED: "AN ACT TO PROVIDE FOR AND 

REGULATE TBE INTERCEPTION OF WIRE OR ORAL COMMUNICATIONS 

DORING TERRORIST INCIDENTS AND WREN ONE OR MORE PERSONS HAVE 

TAKEN ONE OR MORE HOSTAGES OR HAVE BARRICADED THEMSELVES IN 

ANY PLACE FOR ANY PURPOSE." 

WdEREAS~ there is an j !lcreasing m.1mber of incidents in 

which a person or persons engage in terrorist acts, take 

hostages, or bQ:ricade themselves in a home, ht~siness, 

government building, or other place; and 

WHFREAS, these situations are extremely threatening to 

persons and property; and 

WHEREAS, these situations pose unique and extremely 

difficult problems to law enforcement personnel, compounded 

by the need to act swiftly and with all available 

infocmation; and 

wnEREAS, the ability to monitor communications between 

the person or persons creating the situation and other 

persons is often crucial to a satisfactory termination of 

the incident; and 

WHEREAS, the interception a:,d monitoring of wire or 

oral communications is the subject of federal statutes, 
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codified at 18 U.S.C.A. 2510-2520, that extensively regulate 

the matter and have preempted this field of law so that 

states must follow the federal statutes and may enact more 

restrictive law but not less restrictive law. 

THEREFORE, The Legislature of the State of Montana 

finds it appropriate to pass a law model~d on the federal 

statutes and addressing these situations and the problems 

arising from them. 

BE IT ENACTBD BY THE LEGISLATURE OF THE STATE OF MON1'ANA: 

Section 1. Definitions. In fthi:;; actL the following 

definitions apply: 

{1) "Aggrieved person" means a person who was a party 

to any illegally intercepted wire or oral conununication or a 

person against whom the interception was illegally directed. 

( 2) "Corrununications common carrier" means a person 

engaged as a conunon carrier fer hire in intrastate, 

interstate, or international communicaticn by wire or radio 

or by satellite, fiber optics, or any other energy-based 

communications transmission system. 

( 3) "Contents", when used with respect to a wire or 

oral communication, includes any information concerning the 

identity of the parties to the co~munication or the 

existence, substance, purport, or meaning of the 

com!nunication. 
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(4) "Electronic, mechanical, or other device" means a 

device or apparatus that can be used to intercept a wire or 

oral communication other than: 

(a) a telephone or telegraph instrument, equipment, or 

facility or a component thereof furnished to a subscriber or 

user by a communications common carrier in the ordinary 

course of its business or being used by a communications 

common carrier in the ordinary course of its business or by 

an investiqative or law enforcement officer in the ordinary 

course of his duties; or 

(b) a -hearing aid or similar device used to correct 

subnormal hearing to not better than normal. 

(5) "Intercept" or "interception" means the aural 

acquisition of the contents of a wire or oral communication 

through the use of any electronic, mechanical, or other 

device. 

(6) "Investigative or law enforcement officer•• means 

an officer of the state of Montana empowered by law to 

conduct investigations of, or to make arrests for, offenses 

enumerated in [this act] and an attorney authorized by law 

to prosecute or participate in the prosecution of such 

offenses. 

(7) "Judge"' means a judge of a district court. 

(8) "Oral communication"' means an oral communication 

uttered by a person under circumstances justifying an 
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expectation that the communication is not subject to 

interception. 

(9) "Person" means an employee or agent of the state 

or a political subdivision of the state and an individual, 

partnership, association, joint stock 

cooperative, or corporation. 

company, trust, 

(10} "Wire com:nunication•• means a communication made in 

whole or in part through the use of facilities for the 

transmission of communications by the aid of wire, cable, or 

other like connection between the point of origin and the 

point of reception, furnished or operated by a person 

engaged as a common carrier in providing or operating such 

facilities for the transmission of intrastate, interstate, 

or foreign communications. 

Section 2. Interception and disclosure of wire or oral 

communications prohibited -- penalty. (1) Except as 

otherwise specifically provided in (this act], it is 

unlawful for any person to: 

(a) wiiirttily PURPOSELY intercP.pt, endeavor to 

intercept, or procure any other person to intercept or 

endeavor to intercept a wire or oral communication; 

(b) w~~±r~±tr PURPOSELY use, endeavor to use, or 

procure any other person to use or endeavor to use any 

electronic, mechanical, or other device to intercept an oral 

communication when: 
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{i) the device is affixed to or otherwise transmits a 

signal through a wire, cable, or other like connection used 

in a wire communication' or 

(ii) the device transmits communications by radio or 

interferes with the transmission of the communication; 

(c) w±%%£n%iy PURPOSELY disclose or endeavor to 

disclose to any other person the contents of a wire or oral 

communication, knowing or having reason to know that the 

information was obtained through the interception of a wire 

or oral communication in violation of this subsection (1); 

(d) w±%%£~lly PURPOSELY use or endeavor to use the 

contents of a wire or oral communication, knowing or having 

reason to know that the information was obtained through the 

interception of a wire or oral communication in violation of 

this subsection (1); or 

(e) intercept a communication for the purpose of 

committing a criminal act. 

(2} A person violating the provisions of subsection 

{1) is punishable by imprisonment in the state prison for a 

term not to exceed 5 years or a fine not to exceed $5,000, 

or both. 

(3) It is lawful: 

(a} for an operator of a switchboard or an officer, 

employee, or agent of a communications common carrier whose 

facilities are used in the transmission of a wire 
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communication to intercept, disclose, or use a communication 

in the normal course of his employment while engaged in an 

activity necessarily incident to the rendition of his 

service or to the protection of the rights or property of 

the carrier of the communication: however, the 

communications common carrier may not utilize service 

observing or random monitoring except for mechanical or 

service quality control checks: 

(b) for an officer, employee, or agent of the federal 

communications commission, in the normal course of his 

employment and in discharge of the monitoring 

responsibilities exercised by the commission in the 

enforcement of chapter 5 of Title 47, U.S.C., to intercept a 

wire communication or oral communication transmitted by 

radio or to disclose or use the information thereby 

obtained, 

(c) for a law enforcement officer or a person acting 

under the direction of a law enforcement officer to 

intercept a wire or oral communication if he is a party to 

the communication or one of the parties to the communication 

has given prior consent to the interception; 

(d) for an investigative or law enforcement officer to 

intercept a wire or oral communication if one of the parties 

to the communication has g1ven pr1or consent to 

interception; 
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(e) for an employee of a telephone company to 

intercept a wire communication for the sole purpose of 

tracing the origin of the communication if the interception 

is requested by an appropriate law enforcement agency or the 

recipient of the communication and the recipient alleges 

that the communication is obscene, harassing, or threatening 

in nature; and 

(f) for an employee of a law enforcement agency, fire 

department, or ambulance service, while acting in the scope 

of his employment and while a party to the communication, to 

intercept and record incoming wire communications. 

Section 3. Manufacture, distribution, possession, and 

sale of wire or oral communications intercepting devices 

prohibited --penalty. (1) Except as otherwise specifically 

provided in [this act], it is unlawful for a person to 

purposely: 

(a) send through the mail or send or carry an 

electronic, mechanical, or other device, knowing or having 

reason to know that its design renders it primarily useful 

for the illegal interception of wire cr oral communications; 

or 

{b) manufacture, assemble, possess, or sell an 

electronic, mechanical, or other device, knowing or having 

reason to know that its design renders it primarily useful 

for the illegal interception of wire or oral communications. 

-7- SB 453 

1 

2 

3 

4 

5 

6 

7 

a 

9 

10 

11 

12 

13 

14 

15 

16 

17 

18 

19 

20 

21 

21 

23 

24 

25 

SB 0453/02 

(2) A person violating subsection (1) is punishable by 

imprisonment in the state prison for a term not to exceed 5 

years or a fine not to exceed $5,000, or both. 

(3) It is lawful for a communications common carrier 

or an officer, agent, or employee of, or a person under 

contract with, a communications common carrier, in the 

normal course of the communic~tions common carrier's 

business, or an officer, agent, or employee of, or a person 

under contract with, bidding upon contracts with, or in the 

course of doing business with the United States, a state, or 

a political subdivision thereof, in the normal course of the 

activities of the United States, a state, or a political 

subdivision of a state~ to send through the mail, send or 

carry in interstate or foreign commerce, or manufacture, 

assemble, possess, or sell any electronic, mechanical, or 

other device, knowing or having reason to know that ita 

design renders it primarily useful for the surreptitious 

interception of wire or oral communication. 

Section 4. Ccnfiscation of wire or oral communications 

intercepting devices. An electronic, mechanical, or other 

device used, sent, carried, manufactured, assembled, 

possessed, or sold in violation of [this actJ may be seized 

and forfeited to the state~ 

Section 5. Prohibition of use as evidence of 

intercepted wire or oz;,al ccmmunicatior.s. If a wire or oral 
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communication has been intercepted, no part of its contents 

and no evidence derived from it may be received in evidence 

in a trial, hearing, or other proceeding in or before a 

court, grand jury, department, officer, agency, regulatory 

body, legislative committee, or other authority of the state 

or a political subdivision of the state if the disclosure 

would violate [this act]. 

Section 6. Authorization for interception of wire or 

oral communications. The state attorney general or a county 

attorney may authorize an application to a judge for an 

order authorizing or approving the interception of wire or 

oral communications and may apply to the judge for, and the 

judge may grant in conform"ity with 18 U.S.C. 2518 and [this 

act], an order authorizing or approving the interception of 

wire or oral communications by investigative or law 

enforcement officers having responsibility for the 

investigation of the offense as to which the application is 

made if such interception may provide or has provided 

evidence of the commission of an offense punishable by 

imprisonment in the state prison·for more than l year by: 

(1) one or more terrorists engaged in a terrorist 

incident: 

{2) one or more persons who have taken a hostage or 

hostages; or 

{3) one or more persons who have barricaded themselves 
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in any place for any purpose. 

Section 7. Authorization for disclosure and use 

intercepted wire or oral communications. (1) 

of 

An 

investigative or law enforcement officer who, by any means 

authorized by [this act}, has obtained knowledge of the 

contents of a wire or oral communication or evidence derived 

from it may disclose the contents to another investigative 

or law enforcement officer to the extent that disclosure is 

appropriate to the proper performance of the official duties 

of the officer making or receiving the disclosure. 

(2) An investigative or law enforcement officer who, 

by any means authorized by [this act], has obtained 

knowledge of the contents of a wire or oral communication or 

evidence derived from it may use the contents to the extent 

that the use is appropriate to the proper performance of his 

official duties. 

(3) A person who has received, by any means authorized 

by [this act], information concerning a wire or oral 

communication or evidence derived from it intercepted in 

accordance with [this act] may disclose the contents of the 

communication or evidence while giving testimony under oath 

or affirmation in a criminal proceeding in a court of this 

state, the United States, any other state, or any political 

subdivision of a state. 

(4} An otherwise privileged wire or oral communication 

-10- SB 453 



1 

2 

3 

4 

5 

6 

7 

8 

9 

10 

11 

12 

13 

14 

15 

16 

17 

18 

19 

20 

21 

22 

23 

24 

25 

SB 0453/02 

intercepted in accordance with or in violation of (this acL] 

does not lose its privileged character. 

(5) If an investigative or law enforcement officer 

intercepting wire or oral communications in the manner 

authorized in [this act) intercepts wire or oral 

communications relating to offenses other than those 

specified in the order of authorization, the contents of the 

communications and evidence 

disclosed or used as provided 

( 3). 

Section 8. Application 

derived from 

in subsections 

for order 

them 

(1) 

may be 

through 

authorizing 

interception of 

application for 

wire or oral communications. ( 1) An 

an order authorizing the interception of a 

wire or oral communication must be in writing, upon oath or 

affirmation, to a judge and state the applicant's authority 

to make the application. It must include the following: 

(a) the identity of the investigative or law 

enforcement officer making the application and the officer 

authorizing the application; 

(b) a complete statement of the facts and 

circumstances relied upon by the applicant to justify his 

belief that an order should be issued, including: 

(i) details as to the particular offense that has 

been, is being, or is about to be committed; 

( ii J a particular description of the nature and 
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location of the facilities where the communication is to 

intercepted: 

be 

(iii) a particular description of the type of 

communications sought to be intercepted; 

(iv) the identity of the person, if known, committing 

the offense and whose communications are to be intercepted; 

(C) a full and complete statement as to whether or not 

other investigative procedures have been tried and failed, 

why they reasonably appear to be unlikely to succeed if 

tried, or if they reasonably appear to be too dangerous; 

(d) a statement of the period of time for which the 

interception is required to be maintained. If the nature of 

the investigation is such that the authorization for 

interception should not automatically terminate when the 

described type of communication has been obtained, a 

particular description of facts establishing probable cause 

to believe that additional communications of the same type 

will occur thereafter must be included in the application. 

(e) a full and complete:· statement of the facts 

concerning all previous applications known to the individual 

authorizing and making the present application, made to a 

j~dge for authorization to intercept wire or oral 

communications involving any of the persons, facilities, or 

places specified in the present application, and the 

taken by the judge on each prior application; and 
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(f) if the application is for the extension of an 

order, a statement setting forth the results thus far 

obtained from the interception, or a reasonable explanation 

of the failure to obtain results. 

(2) The judge may require the applicant to furnish 

additional testimony or documentary evidence in support of 

the application. 

Section 9. When order authorizing interception may be 

issued required contents. (1) Upon application under 

{section 8], the judge may enter an ex parte order, as 

requested or as modified, authorizing the interception of 

wire or oral communicatio~s within the state of Montana if 

the judge determines on the basis of the facts submitted by 

the applicant that: 

(a) there is probable cause to believe that an 

individual is committing, has committed, or is about to 

commit an offense referred to in [section 6]; 

(b) there is probable cause to believe that 

communications concerning that offense will be obtained 

through the interception: 

(c) normal investigative procedures have been tried 

and have failed or reasonably appear to be unlikely to 

succeed if tried or to be too dangerous; 

(d} there is probable cause to believe that the 

facilities where the wire or oral communications are to be 
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intercepted are being used or are about to be used in 

connection with the commission of an offense described in 

subsection (l)(a) or are leased to, listed in the name of, 

or commonly used by an individual described in subsection 

(1) (a). 

(2) Each order authorizing the interception of a wire 

or oral communication must specify: 

(a) the identity of the person, if known, whose 

communications are to be intercepted; 

(b) the nature and location of the communications 

facilities where authority to intercept is granted: 

(c) a particular description of 

communication sought to be intercepted and 

the particular offense to which it relates; 

the type of 

a statement of 

(d) the identity of the agency authorized to intercept 

the communications and of the person making the application; 

and 

(e) the period of time during which the interception 

is authorized, including a statement as to whether or not 

the interception automatically terminates when the described 

communication has been obtained. 

Section 10. Required assistance from communications 

common carrier and others. An order authorizing the 

interception of a wire or oral communication must, upon 

request of the applicant, direct that a communications 
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common carrier, landlord, custodian, or other person 

immediately furnish to the applicant all information, 

facilities, and technical assistance necessary to accomplish 

the interception unobtrusively and with a minimum of 

interference with the services that the communications 

common carrier, landlord, custodian, or person is providing 

to the person whose communications are to be intercepted. A 

communications common carrier, landlord, custodian, or other 

person furnishing the facilities or technical assistance may 

be compensated therefor by the applicant at the prevailing 

rate4 

Section 11. Time limitation on order. (1) An order 

entered under [section 9] may not authorize the interception 

of a wire or oral communication for a period longer than 

necessary to achieve the objective of the authorization, and 

in no event longer than 30 days. Extensions of an order may 

be granted upon application for an extension made in 

accordance with [section 8(1)1 and upon the judge's making 

the findings required by [section 9(1)]. An extension may 

apply only for a period the authorizing judge considers 

necessary ~o achieve the purposes for which the extension is 

granted, and in no event longer than 30 days. 

(2) An order or extension must state that the 

authorization to intercept must be executed as soon as 

practicable, that the interception must be conducted in such 

-15-· SB 453 

1 

2 

3 

4 

5 

6 

7 

8 

9 

10 

ll 

12 

l3 

14 

15 

16 

l7 

18 

19 

20 

21 

22 

23 

24 

25 

SB 0453/02 

a way as to minimize the interception of communications not 

otherwise subject to interception under [this act], and that 

the order or extension terminates upon attainment of the 

authorized objective, or in any event after 30 days. 

Section 12. Required reports. An order authorizing 

interception under (this actl may require that reports oe 

made to the judge who issued the order, showing what 

progress has been made toward achievement of the authorized 

objective and the need for continued interception~ The 

reports must be made at such intervals as the judge may 

require. 

Section 13. When recording of intercepted 

communication required. (l) The contents of a wire or oral 

communication intercepted by any means authorized by [this 

act] must, if possible, be recorded on tape, wire, or other 

comparable device and in a manner that protects the 

recording from editing or other alterations. Opon the 

expiration of the period of the order or extensions, the 

recordings must immediately be made available to the judge 

who issued the order and be sealed under his direction. 

Custody of the recordings must be wherever the judge orders. 

The recordings may not be destroyed except upon an order of 

the 1ssuing or denying judge and must be kept for 10 years. 

Duplicate recordings may be made for investigative use or 

disclosure under [section 7(1) and (2)). The presence of the 
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seal required by subsection (2} of this section or a 

satisfactory explanation of its absence is a prerequisite to 

the use or disclosure of the contents of a wire or oral 

communication or evidence derived from it under [section 

7 ( 3)]. 

(21 An application or order under [this act] must be 

sealed by the judge. Custody of applications and orders 

shall be wherever the judge directs. An application or order 

may be disclosed only upon a showing of good cause before a 

judge, may not be destroyed except on the order of the 

issuing or denying judge, and must be kept for 10 years. 

Section 14. Disclosure of interception. (1) Within a 

reasonable time, but not later than 90 days, after the 

filing of an application for an order of authorization which 

is denied o:r the termination ,;.f the period of an order or 

its extensi,.ns, the issuing O! ~enying judge stall cause to 

be served on the persons named in the order or application 

and such ot~er parties to intercepted communications as the 

judge may determine in the interest of justice an inventory 

which must include notice of: 

(a) the entry of the O[der or the application; 

(b) the date of the entry and the period of authorized 

interceptionf or the denial of the application; and 

(c) "''hether, during the period, wire or oral 

communications were or were not intercepted. 
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(2) Upcn the filing of a motion, the judge may make 

available to a notified person or his counsel for inspection 

such portions of the intercepted communications, 

applications, and orders as the judge determines to be in 

the interest of justice. 

(3) On an ex parte showing of good cause to a judge, 

service of the inventory required by subsection (1} may be 

postponed. 

Section 15. When intercepted communication admissible 

in evidence. {1) The contents of an intercepted wire or oral 

communication or evidence derived from it may not be 

received in evidence or otherwise disclosed in a trialr 

hearing, or other proceeding in a federal or state court 

unless each party, not less than 10 days before the trial, 

hearing, or proceeding, has been fu[·nislit: ... d with a copy of 

the co:1rt order and accompanying application under which the 

interception was authorized. This 10-day period may be 

waived by the judge if he finds that it was not possible to 

furnish the party with the above informat1on 10 days before 

the trial, hearing, or proceeding and that the party will 

not be prejudiced by the delay in rece1ving the information. 

(2) An aggrieved person 1n a trial, hearing, or 

proceeding in or before a judge, department, officer, 

agency, regulatory body, or other authority of the United 

States, a stater or a pol1tical subdivision of a state, may 
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move to suppress the contents of an intercepted wire or oral 

communication or evidence derived from it on the grounds 

that: 

(a) the communication was unlawfully intercepted; 

(b) the order of authorization under which it was 

intercepted is insufficient on its face; or 

(c) the interception was not in conformity with the 

order of authorization. 

(3) The motion to suppress must be made before the 

trial, hearing, or proceeding, pursuant to 46-13-302 or the 

hearing rules of the respective body, as applicable. 

(4) In addition to any other right to appeal, the 

state of Montana may appeal an order granting a motion to 

suppress made under subsection {2). The appeal must be made 

within 30 days after the date the order was entered, 

16 Section 16. Violations punishable as contempt. Any 

17 violation of [sections 8 through 15) may be punished as a 

18 contempt by the issuing or denying judge. 

19 Section 17. Recovery of civil damages authori~ed. {1) 

20 A person whose wire or oral communication is intercepted, 

21 disclosed, or used in violation of (this actJ has a civil 

22 cause of action against a person who intercepts, discloses, 

23 uses, or procures another person to intercept, disclose, or 

24 use the communication and is entitled to recover: 

25 (a) actual damages, but not less than liquidated 
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damages computed at the rate of $100 a day for each day or 

violation or $1,000, whichever is higher; 

(b) punitive damages; and 

(c) a reasonable attorney fee and other litigation 

costs reasonably incurred. 

(2) A good faith reliance on a court order or 

legislative authorization constitutes a complete defense to 

any civil or criminal action under (this act]. 

Section 18. Severability. If a part of this act is 

invalid, all valid parts that are severabl~ from the invalid 

part remain in effect. If a part of this act is invalid in 

one or more of its applications, the part remains in effect 

in all valid applications that are severable from the 

invalid applications. 

-End-
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SENATE BILL NO. 453 

INTRODUCED BY VAN VALKENBURG, MAZUREK 

A BILL FOR AN ACT ENTITLED: "AN ACT TO PROVIDE FOR AND 

REGULATE TBE INTERCEPTION OF WIRE OR ORAL COMMUNICATIONS 

DURING TERRORIST INCIDENTS AND WHEN ONE OR MORE PERSONS HAVE 

TAKEN ONE OR MORE BOSTAGES OR HAVE BARRICADED THEMSELVES IN 

ANY PLACE FOR ANY PURPOSE." 

WHEREAS, there is an increasing number of incidents in 

which a person or persons engage in terrorist acts, take 

hostages, or barricade themselves in a home, business, 

government building, or other place; and 

WHEREAS, these situations are extremely threatening to 

persons and property; and 

WHEREAS, these situations pose unique and extremely 

difficult problems to law enforcement personnel, compounded 

by the need to act swiftly and with all available 

information; and 

WHEREAS, the ~bility to monitor communications between 

the person or persons creating the situation and other 

persons is often crucial to a satisfactory termination of 

the incident; and 

WHEREAS, the interception and monitoring of wire or 

oral communications is the subject of federal statutes, 
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codified at 18 u.s.C.A. 2510-2520, that extensively regulate 

the matter and have preempted this field of law so that 

states must follow the federal statutes and may enact more 

restrictive law but not less restrictive law. 

THEREFORE, The Legislature of the State of Montana 

finds it appropriate to pass a law modeled on the federal 

statutes and addressing these situations and the problems 

arising from them. 

BE IT ENACTED BY THE LEGISLATURE OF THE STATE OF MONTANA: 

Section 1. Definitions. In [this act], the following 

definitions apply: 

(1) 11Aggrieved person'' means a person who was a party 

to any illegally intercepted wire or oral communication or a 

person against whom the interception was illegally,directed. 

(2) ••communications common carrier'' means a person 

engaged as a common carrier for hire in intrastate, 

interstate, or international communication by wire or radio 

or by satellite, fiber optics, or any other energy-based 

communications transmission system. 

( 3) "Contents", when used with respect to a wire or 

oral communication, includes any information concerning the 

identity of the parties 

existence, substance, 

communication. 

to the communication 

purport, ot meaning 

or 

of 

the 

the 

THIRD READING 
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I 4 l 11 Electronic, mechanical, or other device" means a 

device or apparatus that can be used to intercept a wire or 

oral communicatic:m other than: 

(a) a telephone or telegraph instrument, equipment, or 

facility or a component thereof furnished to a subscriber or 

user by a communications common carri@r in the ordinary 

course of its busine·ss or being used by a communications 

common carrier in the ocdinary course of its business, or by 

an investigative or law enforcement officer in the ordinary 

course of his duties; or 

(b) a hearing aid or similar device used to correct 

subnormal hearing to not better than normal. 

(5) "Intercept'' or ''interception" means the aural 

acquisition of the contents of a wire. or oral communication 

through the use of any electronic# mechanical, or other 

device .. 

(6) ''Investigative or law enforcement officer" means 

an officer of the state of Montana empowered by law, to 

conduct investigations of, or to make arrests for, offenses 

enumerated in (this act] and an attocney authorized by law 

to prosecute or parti.cipat:·e in the prosecution of such 

offenses. 

(7) "Judge" means a judge of a district court~ 

(8-) "Oral communication" means an oral communication 

utter.ed by, a person under ci.rcums·tanc.es justifying an 
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that the communication 
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is not subject to 

( 9) 11 Person" means an employee or agent of tfte state 

or a political subdivision of the state and an individual, 

partnership, association, joint stock 

cooperative, or corporation. 

company, trust, 

( 10) "Wire communication 11 means a corrununication made in 

whole or in part through the use of facilities for the 

transmission of communications by the aid of wire, cable, or 

other like connection between the point of origin and the 

point of reception, furnished or operated- by a person 

engaged- as a common carrier in providing or operating such 

fa-cilities for the transmission of intrastate, interstate, 

or foreign communica-tions-~ 

Section 2. Interception and disclosure of wire or oral 

communications prohibited penalty. I 1) Except as 

otherwise specifically provided in [this act], it is 

unlawful for any person to: 

I a.) wiHft>Hy PURPOSELY intercept, endeavor to 

intercept, or procure any other person to intercept or 

endeavor to intercept a wire or oral communicatiort; 

(b) wi%%!t2%%y PURPOS·E:LY use, endeavor to use, or 

procure any other person to use or endeavor- to use~ any 

electronic, mechanical, or o.ther dev.ice to intercept an oral 

corrmunicati.on when·: 
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(i) the device is affixed to or otherwise transmits a 

signal through a wire, cable, or other like connection used 

in a wire communication; or 

(ii) the device transmits communications by radio or 

interferes with the transmission of the communication; 

(c) wHHaHr PURPOSELY disclose or endeavor to 

disclose to any other person the contents of a wire or oral 

communication, knowing or having reason to know that the 

information was obtained through the interception of a wire 

or oral communication in violation of this subsection (1); 

(d) wiiifaiir PURPOSELY use or endeavor to use the 

contents of a wire or oral communication, knowing or having 

reason to know that the information was obtained through the 

interception of a wire or oral communication in violation of 

this subsection (1); or 

(e) intercept a communication for the purpose of 

committing a criminal act. 

(2) A person violating the provisions of subsection 

(1) is punishable by imprisonment in the state prison for a 

term not to exceed 5 years or a fine not to exceed $5,000, 

or both. 

(3) It is lawful: 

(a) for an operator of a switchboard or an officer, 

employee, or agent of a communications common carrier whose 

facilities are used in the transmission of a wire 
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communication to intercept, disclose, or use a communication 

in the normal course of his employment while engaged in an 

activity necessarily incident to the rendition of his 

service or to the protection of the rights or -property of 

the carrier of the communication; however, the 

communications common carrier 

observing or random monitoring 

service quality control checks; 

may 

except 

not utilize service 

for mechanical or 

(b) for an officer, employee, or agent of the federal 

communications commission, in the normal course of his 

employment and in discharge 

responsibilities exercised by the 

of the 

commission 

monitoring 

in the 

enforcement of chapter 5 of Title 47, u.s.c., to intercept a 

wire communication or oral communication transmitted by 

radio or to disclose or use the information thereby 

obtained; 

tct--£cr--a--law-en£creement-off%cer-or-a-perscn-aee~ng 

~nder--efte--d~~eee±en--of--a--~ftw--enfcreemene--cffieer---~c 

~neereepe--a--wire-cr-cra%-eomm~n~efte~en-i£-he-ie-a-party-ec 

the-cemmunieation-or-one-c£-the-porties-to-tfte-ecmm~nieation 

has-9iYen-pr±cr-ecnsent-tc-ehe-interception~ 

tdt--fcr-an-inyestiqatiYe-cr-lav-enforeement-off±eer~to 

intereept-a-wire-or-oral-eomm~nieation-i£-one-o£-the-partiee 

tc--the--eommunieation--ftas--gi¥en--prior--eonsent--to---the 

interception; 
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tetJ.£1 for an employee of a telephone company to 

intercept a wire communication for the· so-l.e- purpose.-. of. 

tracing the origin of the communication· if the interception 

is requested by. an- appropriate law --enforcement· agency~ or the. 

recipient of the communication and the recipient alleges 

that the coiiUDunication is obscene·, harassi.ng, or threatening 

in nature: and 

t~tiQl for an employee of a law enforcement agency, 

fire department, or ambulance service, while acting in the 

scope of his employment and while a party to the 

communication, to intercept and record 

conununications. 

incoming wire 

Section 3. Manufacture, distribution-, possession, and 

sale of wire or oral communications intercepting devices 

prohibited -- penalty. (1) Except as otherwise specifically 

provided in {this act], it is unlawful for a person to 

purposely: 

(a) send through the mail or send. or carry an 

electronic, mechanical, or other device, knowing or having 

reason to know that its.c.de•ign~_reoders it primarily useful 

for the illega-l- iotercept::ioA:-:-of .. wire or oral. communications: 

or 

(b) manufacture, assemble, possess, or sell an. 

elect·ronic;. mec.hanical, or other device-, knowing or having.::-

rea.son to know.o:that- its deaigll'1-~rende:ti3- it primarily useful 
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for: the illegal interception of wire-or oral communications .. 

(2) A person violating. subsection (1) is pun.ishaph· by. 

imprisonment in the state prison for a term not to exceeds· 

years .or a fine nat to exceed $5,000, or both. 

(3) It is lawful for a communications common carrier 

or an officer,_ a9-ent, or- employee of, or a person under 

contract with, a commun-ications conunon carrier, in the 

normal course of the communications common carrier's 

business, or an officer, agent, or employee of, or a person 

under contract with, bidding upon contracts .with, or in _the 

cour$e of doinq business with the United States, a state, or 

a political subdivision thereof, in the normal cours.e of the 

activities of the United States, a state, or a. pol.itica._ 

subdivision of a state, to send through the mail~ send or 

carry- in interstate or foreign coaunerce, or manufac.ture, 

assemble, possess, or sell any electronic, mechanical, or 

other. device, knowing or having reason to know that its. 

design renders it primarily useful for the surreptitious 

interception of wire or oral communication. 

Section 4. Confiscation of wire or oral communic~tions, 

i~tercepting devices. An electronic, mechanical, or othe~ 

device used, sent, carried, manufactured, as.,~mbled~ 

poss~ssed,- or sold in violation of {this act I may be. 

and fc>t:feUed to th<> sta~e. 

seize-d~ 

Section s-. Proh·irbi t ion of use as evidenc;e. of 
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intercepted wire or oral communications. If a wire or oral 

communication has been intercepted, no part of its contents 

and no evidence derived from it may be received in evidence 

in a trial, hearing, or other proceeding in or before a 

court, grand jury, department, officer, agency, regulatory 

body, legislative committee, or -other authority of the state 

or a political subdivision of the state if the disclosure 

would violate [this act]. 

Section 6. Authorization for interception of wire or 

oral communications. The state attorney general or a county 

attorney may authorize an application to a judge for an 

order authorizing or approving the interception of wire or 

oral communications and may apply to the judge for, and the 

judge may grant in conformity with 18 u.s.c. 2518 and [this 

act), an order authorizing or approving the interception of 

wire or oral communications by investigative or law 

enforcement officers having responsibility for the 

investigation of the offense ·as to which the application is 

made if such 

evidence of 

interception may 

the commission of 

provide or has provided 

an offense punishable by 

imprisonment in th~ state prison for mare than 1 year by: 

(1) one or more terrorists engaged in a terrorist 

incident: 

{2) one or more persons who have taken a hostage or 

hostages; or 
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(3) one or more persons who have barricaded themselves 

in any place for any purpose. 

Section 7. Authorization for disclosure and use of 

intercepted wire or oral communications .. ( 1) An 

investigative or law enforcement officer who, by any means 

authorized by [this act], has obtained knowledge of the 

contents of a wire or oral communication or evidence derived 

from it may disclose the contents to another investigative 

or law enforcement officer to the extent that disclosure is 

appropriate to the proper performance of tne official duties 

of the officer making or receiving the disclosure. 

(2) An investigative or law enfOrcement officer who, 

by any means authorized by [this act), has obtained 

knowledge of the contents of a wire or oral communication or 

evidence derived from it may use the contents to the extent 

that the use is appropriate to the proper performance of his 

official duties. 

(3) A person who has received, by any means authorized 

by [this act 1, information concerning a wire or oral 

communication or evidence derived from it intercepted in 

accordance with [this act] may disclose the contents of the 

communication or evidence while giving testimony under oath 

or affirmation in a criminal proceeding in a court of this 

state, the United States, any other state, or any political 

subdivision of a state. 
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(4) An otherwise privileged wire or oral communication 

intercepted in accordance with or in violation of (this act] 

does not lose its privileqed character. 

( 5) If an 

intercepting wire 

authorized in 

investigative or law enforcement officer 

or oral conununications in the manner 

(this act] intercepts wire or oral 

communications relating to offenses other than those 

specified in the order of authorization, the contents of the 

communications and evidence derived from them may be 

disclosed or used as provided in subsections (1) thro~gh 

( 3). 

Section 8. Application for order authorizing 

wire or oral communications. ( 1) An interception of 

application for an order authorizing the interception of a 

wire or oral communication must be in writing, upon oath or 

affirmation, to a judge and state the applicant's authority 

to make the application. It must include the following: 

(a) the identity of the investigative or law 

enforcement officer making the application and the officer 

authorizing the application; 

(b) a complete statement of the facts and 

circumstances relied upon by the app'-licant to justify his 

belief that an order should be issued, including: 

( i) details as to the particular offense tha·t has 

been, is being, or is about to be committed; 

-11- SB 453 

1 

2 

3 

4 

5 

6 

7 

8 

9 

10 

11 

12 

l3 

14 

15 

16 

17 

18 

19 

20 

21 

22 

23 

24 

25 

SB 0453/03 

( ii l a particular description of the nature and 

location of the facilitie.s where the communication is to be 

intercepted: 

(iii) a particular description of the type of 

communications sought to be intercepted: 

(iv} the identity of the person, if known, committing 

the offense and whose communications are to be intercepted; 

(c) a full and complete statement as to whether or not 

other investigative procedures have been tried and failed, 

why they reasonably appear to be unlikely to succeed if 

tried, or if they reasonably appear to be too dangerous; 

(d) a statement of the period of time for which the 

interception is required to be maintained. If the nature of 

the investigation is such that the authorization for 

interception should not automatically 

described type of co~~unication has 

terminate when the 

been obtained, a 

particular description of fa-cts establishing probable cause 

to believe that additional communications of the same type 

will occur thereafter must be included in the application. 

(e) a full and complete statement of the facts 

concerning all previous applications known to the individua1 

authorizing and making 

judge for authorization 

the present application, made to a 

to intercept wire or oral 

communi cat ion-s involving any of the persons, facilities, or 

places specified in the present application, and the action 
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taken by the judge on each prior application: and 

(f) if the application is for the extension of an 

order, a statement setting forth the results thus far 

obtained from the interception, or a reasonable explanation 

of the failure to obtain results. 

(2) The judge may require the applicant to furnish 

additional testimony or documentary evidence in support of 

the application. 

Section 9. When order authorizing interception may be 

issued required contents. {l) Upon application under 

[section 8), the judge may enter an ex parte order, as 

requested or as modified, authorizing the interception of 

wire or oral communications within the state of Montana if 

the judge determines on the basis of the facts submitted by 

the applicant that: 

(a} there is probable cause to believe that an 

individual is committing, has committed, or is about to 

commit an offense referred to in (section 6]; 

(b) there is probable cause to believe that 

communications concerning that offense will be obtained 

through the interception; 

(c) normal investigative procedures have been tried 

and have failed or reasonably appear to be unlikely to 

succeed if tried or to be too dangerous; 

(d) ~here is probable cause to believe that the 
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facilities where the wire or oral communications are to be 

intercepted are being used or are about to be used in 

connection with the commission of an offense described in 

subsection (l)(a) or are leased to, listed in the name of, 

or commonly used by an individual described in subsection 

r 1 l r a). 

(2) Each order authorizing the interception of a wire 

or oral communication must specify: 

(a) the identity of the person, if known, whose 

communications are to be intercepted~ 

(b) the nature and location of the communications 

facilities where authority to intercept is granted; 

(c) a particular description of the type of 

communication sought to be intercepted and a statement of 

the particular offense to which it relates; 

(d) the identity of the agency authorized to intercept 

the communications and of the person making the application; 

~d 

(e) the period of time during which the interception 

is authorized, including a statement as to whether or not 

the interception automatically terminates when the described 

communication has been obtained. 

Section 10. Required assistance from communications 

common carrier and others. An order authorizing the 

interception of a w1re or oral communication must, upon 
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request of the. applicant, d-irect that a communications 

common carrier, landlord, custodian, or other ~rson 

immediately furnish to the a-pplicant all infortnll-tion, 

facilities, and tech-nical assistance. neces-sary to accompliSh 

the interception unobtrusively and with a minimum of 

interference with the services that the communications 

common carrier, landlord, custodian, or person is providing 

to the person whose communications are to be intercepted. A 

communications common carrier, landlord, custodian, or other 

person furnishing the facilities or technical assistance may 

be compensated therefor by the applicant at the prevailing 

rate. 

Section 11. Time limita.tion on order. (1) An ord.~r 

entered under [section 9] may not authorize the interception 

of a wire or oral communication for a period longer than 

necessary to achieve the objective of the authorization, and 

in no event longer than 30 days. Extensions of an order may 

be granted upon application for an extension made in 

accordance with [section 8(1)) and upon the judge's making 

the findings required by (section 911)}. An extension may 

apply only for a period the authorizing judge considers 

necessary to achieve the purposes for which the extension is 

granted, and in no event longer than 30 days. 

( 2) An order or extension must state that the 

authorization to intercept must be exe-eu-ted as soon as 
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prac·ticable, that the interception must be conducted in such 

a way as to minfm.ize the interception of communie'atio'hs not 

otherwise subject to int·erception under (this act}, and that 

the order or extension terminates upon attainment of the 

authorized objective, or in any event after 30 days. 

Sect ion 12. Required reports. An order author .i.aing 

interception under [this act] may require that reports be 

made to the judge who issued the order, showing What 

progress has been made toward achievement of the aUthorized 

obj·ective and the need for Continued irttercepti6n. T-he 

reports mus~ be made at such intervals as the judge may 

require. 

Section 13. When recordin9 of intercepted 

communication required. (l) The contents of a wire or oral 

communication intercepted by any means authorized by (this 

act] must, if pass ible, be t·ecorded on tape, wire, or other 

cOmparable 

recording 

expiration 

device and in 

from editing or 

of the period 

a manner that prOtects the 

other alterations. Upon the 

of the order or extensions, the 

recordings must immediately be made available to the judge 

who issued the order and be sealed under his direction. 

Custody of the recordings must be wherever the jUdge OrdBts. 

The recordings may not be destroyed except upon an order of 

the issuin~ or denying judge and must be kept for 10 years. 

Duplicate recOrdings may be made for inveStigative use or 
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disclosure under {section 7(1) and (2)]. The presence of the 

seal required by subsection 12) of this section or a 

satisfactory explanation of its absence is a prerequisite to 

the use or disclosure of the contents of a wire or oral 

communication or evidence derived from it under [section 

7( 3) 1. 

(2) An application or order under (this act] must be 

sealed by the judge. Custody of applications and orders 

shall be wherever the judge directs. An application or order 

may be disclosed only upon a showing of good cause before a 

judge, may not be destroyed except on the order of the 

issuing or denying judge, and must be kept for 10 years. 

Section 14. Disclosure of interception. (1) Withi~ a 

reasonable time, but not later than 90 days, after the 

filing of an application for an order of authorization which 

is denied or the termination of the period of an order or 

its extensions, the issuing or denying judge shall cause to 

be served on the persons named in the order or application 

and such other parties to intercepted communications as the 

judge may determine in the interest of justice an inventory 

which must include notice of: 

{a) the entry of the order or the application; 

(b) the date of the entry and the period of authorized 

interception, or the denial of the application; and 

(c) whether, during the period, wire or oral 
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communications were or were not intercepteda 

(2) Upon the filing of a motion, the judge may make 

available to a notified person or his counsel for inspection 

such portions of the intercepted communications, 

applications, and orders as the judge determines to be in 

the interest of justicea 

(3) On an ex parte showing of good cause to a judge, 

service of the inventory required by subsection (l) may be 

postponed. 

Section lSa When intercepted communication admissible 

in evidencea (1) The- contents of an intercepted wire or oral 

communication or evidence derived from it may not be 

received in evidence or otherwise disclosed in a trial, 

hearing, or other proceeding in a federal or state court 

unless each party, not less than 10 days before the trial, 

hearing, or proceeding, has been furnished with a copy of 

the court order and accompanying application under which the 

interception was authorized. This 10-day period may be 

waived by the judge if he finds that it was not possible to 

furnish the party with the above information 10 days before 

the trial, hearing, or proceeding and that the party will 

not be prejudiced by the delay in receiving the information. 

(2} An aggrieved person in a trial, hearing, or 

proceeding in or before a judge, department, officer, 

agency, regulatory body, or other authority of the United 
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States, a state, or a politi.cal subdivisio·n of a state, may 

move to suppress the contents of an intercepted wire or oral 

communication or evidence derived from it on the grounds 

that: 

(a) the communication was unlawfully intercepted; 

(b) the order of authorization under which it was 

intercepted is insufficient on its face; or 

(c) the interception was not in conformity with the 

order of authorization. 

(3} The motion to suppress must be made before the 

trial, hearing, or proceeding, pursuant to 46-13-302 or the 

hearing rules of the respective body, as applicable. 

14) In add it ion to any other right to appeal, the 

state of Montana may appeal an order granting a motion to 

suppress made under subsection (2). The appeal must be made 

within 30 days after the date the order was entered. 

Section 16. Violatio_fl.s pt.tnishable as contempt. Any 

18 viol4tion of [sections 8 through 15] may be punished as a 

19 contempt by the issuing or denying judge. 

20 Section 17. Recovery of civil damages authorized. (1) 

21 A person whose; w.ire or or-al communication is in-tercepted, 

22 disclosed, or used in violation of [this a~tl has a civil 

23 cause of action a9ainst a person who intercep.ts, discloses, 

24 uses, or procures another person to interc.ept, disclos@, or 

25 use the ·communication- and- is entitled to reco·ve._r: 
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(a) actual damages, but not less than liquidated 

damages computed a-t the rate of $100 a day for each <lay or 

violation or $1,000, whichever is higher; 

(b) punitive damages; and 

(c) a reasonable attorney fee and other li-tigation 

costs reasonably incurred. 

(2) A good faith reliance on a court order or 

legislative authorization constitutes a complete defense to 

any civil or criminal action under [this act). 

Section 18. Severability. If a part of thi3 act is 

invalid, all valid parts that are sev@rable from the invalid 

part remain in effect. If a part of this act is invalid in 

one or more of its applications, the· part remains in effect 

in all valid applications that are severable from the 

invalid applications. 

-End-
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