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BILL NO, 4583
e

INTRODUCED BY Lé;

A BILL FOR AN ACT ENTITLED: "AN ACT TO PROVIDE FOR AND

REGULATE THE INTERCEPTION OF WIRE OR ORAL COMMUNICATIONS
DURING TERRORIST INCIDENTS AND WHEN ONE OR MORE PERSONS HAVE
TAXEN ONE OR MORE HOSTAGES OR HAVE BARRICADED THEMSELVES 1IN

ANY PLACE FOR ANY PURPOSE."

WHEREAS, there is an increasing number of incidents in
which a person or persons engage in terrorist acts, take
hostages, or barricade themgselves in & home, business,
government building, or other place; and

WHEREAS, these situations are extremely threatening to
persons and property; and

WHEREAS, these situations pose unique and extremely
difficult problems to law enforcement personnel, compounded
by the need ¢to act swiftly and with all available
information; and

WHEREAS, the ability to monitor communications between
the person or persons creating the situation and other
persons is often crucial to a satisfactory termination of
the incident; and

WHEREAS, the interception and monitoring of wire or

oral communications is the subject of federal statutes,
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codified at 1B U.S5.C.A, 2510-2520, that extensively regqulate
the matter and have preempted this field of law so that
states must follow the federal statutes and may enact more
restrictive law but not less restrictive law,

THEREFORE, The Legislature of the State of Montanpa
finds it appropriate to pass a law modeled on the federal
statutes and addressing these situations and the problems

arising from them.

BE IT ENACTED BY THE LEGISLATURE OF THE STATE OF MONTANA:

Section 1. Definitions. In [this act], the following
definitions apply:

(1) "Aggrieved person” means a perscon who was a party
to any illegally intercepted wire or coral communication or a
person against whom the interception was illegally directed.

{2) "Communications common carrler” means a person
engaged as a common carrier for hire in intrastate,
interstate, or international communicaticn by wire or radio
or by satellite, £filber optics, or dany cther energy-based
communications transmission system.

{3) "Contents", when used with respect to a wire ot
oral communication, includes any information concerning the
identity of the parties to the communication or the
exlistence, substance, purporct, or meaning of the

communication.

“¢~ INTRODUCED BILL
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(4) "Electronic, mechanical, or other device" means a
device or apparatus that can be used to intercept a wire ar
oral communication cther than:

fa) a telephone or telegraph instrument, equipment, or
facility or a component thereof furnished to a subscriber or
user by a communications common carrier in the ordinary
course of 1ts business or being used by a communications
common carrier in the ordinary course of its business or by
an linvestigative or law enforcement officer in the ordinary
course of his duties; or

(b} a hearing aid or similar device used to correct
subnormal hearing to not better than normal.

{(5) "Intercept" o©or “interception" means the aural
acquisition of the contents of a wire or oral comnunication
through the use aof any electronic, mechanical, or other
device.

{6) "Investigative or law enforcement aofficer® means
an officer of the state of Montana empowered by law to
conduct investigations of, or to maxe arrests for, offenses
enumerated in [this act] and an attorney authorized by law

to prosecute or participate in the prosecution of such

offenses.
(7) "Judge" means a judge of a district court.
(8) "Oral communication" means an oral communication

uttered by & person under circumstances Justifying an
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expectation that the communication is nct subject to
lnterception.

(9} "Perscn" means an employee or agent of the state
or a political subdivision of the state and an individuyal,
partnership, association, joint stock conpany, trust,
cooperative, or corporation.

(10) "Wire ccmmunication” means a communication made in
whole or in part through the use of facilities for the
transmission of communications by the aid of wire, cable, or
other like connection between the point of origin and the
point of reception, furnished or operated by a person
engaged as a common carrier in providing or operating suych
facilities for the transmission of intrastate, interstate,
or foreign communications.

Section 2. Interception and disclosure of wire or oral
communications prohibited -- penalty. (1) Except as
otherwise specifically provided in [this act], it is
unlawful for any person to:

{4} willfully intercept, =ndeavor to intercept, or
procure any other person to intercept or endeavor to
intercept a wire or oral communication;

(b) willfully use, endeavor to use, or procure any
other person to use or endeavor to use any electronic,
mechanical, or other device to intercept an oral

communication when:
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(i) the device is affixed tco or otherwise transmits a
signal tnrough a wire, cable, or other like connection used
in a wire communlicaticn; or

{ii} the device transmits communications by radio or
interferes with the transmission of the communication;

{(c) willfully disclose or endeavor to disclose to any
other person the contents of a wire or eral communication,
knowing cr having reason to know that the information was
obtained through the interception of a wire or oral
communicazion in violation of this subsection (1);

(dy wiilfully use or endeavor to use the contents cof a
wire or oral communication, knowing or having reason to know
that the information was obtained through the interception
of a wire or oral commupnicaticn in violation of this
subsection (l); or

{(e) intercept a communication for the purpose of
committing a criminal act,

{2) A person violating the provisions of subsection
(1) is punishable by imprisonment in the state priscn for a
term not o exceed 5 years or a fine not to exceed $5,000,
or both.

{3y It is lawful:

(a) for an operator of a switchboard or an officer,
employee. <or agent of a communications commen carrier whose

facilities are used in the transmission of a wire
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communication to intercept, disclose, ©or use a comuunication
in the normal course of his employment while engaged in an
activity necessarily incident to the rendition of his
service or to the protecticn of the rights or property of
the carrier of the communication; however, the
communications common carrier may not utilize service
cbserving or random meonitoring except for mechanigal or
service quality control checks;

(b) for an officer, emplcyee, or agent of the federal
communications commission, in the ngrmal course of his
employment and in discharqe of the monitoring
responsibilities exercised by the commission in the
enforcement of chapter 5 of Title 47, U.8.C., to intercept a
wire communication or oral communication transmitted by
radio or to disclese or use the information thereby
obtained:;

{e) for a 1law enforcement officer or a person acting
under the direction of a law enforcement officer to
intercept a wire or oral communicazion if he is a party to
the communication or one of the parties to the communicacion
has given prior consent to the interception;

(d) for an investigative or law enforcement officer to
intercept a wire or oral communication if one of the parties
to the communication has given prior consent tg the

interception;
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(e) for an employee ©f a telephone company to
intercept a wire communication for the sole purpose of
tracing the origin of the communication if the interception
is reguested by an appropriate law enforcement agency or the
recipient of the communication and the recipient alleges
that the communication is obscene, harassing, or threatening
in nature; and

(fy for an employee of a law enforcement agency, fire
department, or ambulance service, while acting in the scope
of his employment and while a party to the communication, to
intercept and record incoming wire communications.

Section 3, Manufacture, distribution, possession, and
sale of wire or oral communications intercepting devices
prohibited -- penalty. (1) Except as otherwise specifically
provided in {[this act], it is wunlawful for a person to
purposely:

(a} send through the mail or send or carry an
electronic, mechanical, or other device, knowing or having
reason to know that its design renders it primarily useful
for the illegal interception of wire or oral communications:
or

{b) manufacture, assemble, possess, or sell an
electronic, mechanical, or other device, knowing or having
reason to know that its design renders it primarily useful

for the illegal interception of wire or oral communications.
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(2) A persun violating subsection (L) is punishable by
imprisconment in the state prison for a term not to exceed 5
years or a fine not to exceed $5.000, or both.

{3y It is lawful for a communications common carrier
or an officer, agent, or ewmployee ¢f, or a perscn under
contract with, a communications common carrier, 1in the
normal course of the communications common c¢arrier's
business, or an officer, agent, or employee of, or a person
under c¢contract with, bhidding upon contracts with, or in the
course of Joing business with the United States, a state, or
a political subdivision thereof, in the normal course of the
activities of the United States, a state, or a political
subdivision of a state, to send through the mail, send or
carry in interstate or foreign commerce, or manufacture,
assemble, possess, or sell any electronic, mechanical, or
other device, knowing or having reascn to know that its
design renders it primarily useful for the surreptitious
interception of wire or ¢ral communication.

Section 4. Confiscation of wire or oral communicactions
intercepting devices. An electronic, mechanical, or other
device used, sent, carried, manufactured, assembled,
possessed, or sold in viclactow~of {this acti Wway e =seized
and forfeited to the state.

Section 5, Prohibiticn of use as evidence of

intercepted wire or oral communications. If a wire or oral

_8_
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communication has been intercepted, nc part of its contents
and no evidence derived from 1t may be received in evidence
in a rtrial, hearing, or other proceeding in or before a
court, grand jury, department, officer, agency, regulatory
body. legislative committee, or other authority of the state
or a political subdivision of the state if the disclosure
would vioplate {[this act].

Section 6. Authorization for interception of wire or
oral communications. The state attorney general or a county
attorney may authorize an application to a judge for an
srder authorizing or approving the intercepticon of wire or
oral communications and may apply to the judge for, and the
judge may grant in conformity with 18 U.S.C. 2518 and {this
act], an order authorizing or approving the interception of
wire or oral communications by investigative or law
enforcement officers having responsibility for the
investigation of the offense as to which the application is
nade if such interception may provide or has provided
evidence of the commission of an offense punishable by
imprisonment in the state priscn for more than 1 year by:

(1) one or more terrorists engaged in a terrorist
incident;

{2) one or more persons who have taken a hostage or
hostages; o

{(3) one or more persons who have barricaded themselves
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in any place for any purpose.

Section 7. Authorizatieon for disclosure and use of
intercepted wire or oral communications. (1) An
investigative or law enforcement officer who, by any means
authorized by (this act], has co¢btained knowledge of the
caontents of a wire or oral communication or evidence derived
from it may disclose the conteats to ancther investigative
or law enforcement officer to the extent that disclosure is
appropriate te the proper performance of the official duties
cf the officer making or receiving the disclosure.

(2) An investigative or law enforcement officer who,
by any means authorized by [this act], has obtained
knowledge of the contents of a wire or coral communication or
evidence derived from it may use the contents to the extent
that the use is appropriate to the proper performance of his
cfficial duties.

({3) A person who has received, by any means authorized
by f{this actl], information concerning a wire or oral
communication or evidence derived from it cintercepted in
accordance with {this act] may disclose the contents of the
communication or evidence while giving testimony under oath
or affirmation in a criminal proceeding in a court of this
state, the United States, any other state, or any political
subdivision of a state.

(4) An otherwise privileged wire or oral communication

-1Q-
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intercepted in accordance with or in violation of [this act)
does not lose its privileged character.

{5) If an investigative or law enforcement cfficer
intercepting wire or oral communications in the manner
authorized in {this act} intercepts wire or oral
communications relating to offenses other than those
specified in the order of authorizatian, the contents of the
communications and evidence derived from them may be
disclosed or used as provided in subsections (1)} through
{3).

Section 8. Application for crder authorizing
interception of wire or oral communications. (1) An
application for an order authorizing the interception of a
wire or oral communication must be in writing, upon oath or
affirmation, to a judge and state the applicant's authority
to make the application. It must include the following:

{a) the identity of the invescigative or law
enforcement officer making the application and the cofficar
aucthorizing the application;

{by a complete statement of the facts and
circumstances relied wupon by the applicant to justify his
belief that an order should be issued, including:

(i) details as to the particular offense that has
been, is being, or is about to be committed;

{ii) a particular description of the nature and
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location of the facilities where the communication is to be
intercepted;

(ii1) a particular descripticn of the type of
communications sought to be interceptad;

{iv} the identity of the perscn, if known, committing
the offense and whose communications are to be intercepted;

fc) a full and complete statement as to whether or not
other investligative procedures have been tried and failed,
why they reasonably appear to be unlikely to succeed if
tried, or if they reasonably appear to be too dangerous;

(d) a statement of the pericd of time for which the
interception is reqguired to be maintained. If the nature of
the investigation 1is such that the authorization for
interception should not automatically terminate when the
described type of communication has been obtained, a
patticular description of facts establishing probable cause
to believe that additional communications of the same type
will occur thereafter must be included in the application.

(e) a full and complete statement of the facts
concerning all previous applications knowr to the individual
authorizing and making the present applicaticn, made to a
judge Ffor authorization to intercept wire or oral
communicatinns involving any of the persons, facilities, or
places specified in the present application, and the actien

taken by the judge on each prior application; and

..12_
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(f) 1if the application is for the extension of an
order, a statement setting forth the results thus far
sbtained from the interception, or a reasonable explanation
of the failure tc obtain results.

(2) The judge may require the applicant te furnish
additignal testimony or documentary evidence in support of
the application.

Section 9. When order authorizing interception may be
issued -- required contents. {1) OUpon application under
[section 8], the judge may enter an ex parte order, as
requested or as modified, authorizing the interception of
wire or oral communications within the state of Montana if
the Jjudge determines on the basis of the facts submitted by
the applicant that:

(a) there 1is probable cause to believe that an
individual 1is committing, has committed, or is about to
commit an offense referred to in {section 6];

{b} there is probable cause to believe that
communications concerning cthat offense will be obtained
through the interception;

{c) normal investigative procedures have been rtried
and have Ffailed or reasonably appear to be unlikely to
succeed if tried or to be too dangerous;

(d} there is probable cause to believe that the

facilities where <the wire or oral communicarions are to be
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intercepted are being used or are about to be used in
connection with the commission cf an offense described in
subsection (l}(a) or are leased to, listed in the name of,
or commonly used by an individual described in subsection
(L)(a).

(2) Each order authorizing the interception of a wire
¢r oral communication must specify:

(a) the identity of the perscn, if known, whose
communications are Lo be intercepted;

(b} the nature and location of the communications
facilities where authority to intercept is granted;

fc)y a particular description of the type of
communication sought to be intercepted and a statement of
the particular offense to which it relates;

{d) the identity of the agency authorized to intercept
the communications and of the person making the application;
and

(e) the period of time during wnich the interception
is authorized, including a statement as to whether or not
the interception automatically terminates when the described
communication has been obtained.

Section 10. Reqguired assistance £from communications
ccmmon carrier and others. An order authorizing the
interception of a wire or oral communicaticn must, upcn

request of the applicant, direct that a communicarcions

-14-
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common cartier, landlord, <custcdian, or other person
immediately furnish to the applicant all intormation,
facilities, and technical assistance necessary to accomplish
the interception unobtrusively and with a wminimum of
interference with the services that the communications
commen carrier, landlord, custodian, or person is providing
to the person whose communications are to be intercepted. A
communications common carrier, landlord, custodian, or other
person furnishing the facilities or technical assistance may
be compensated therefor by the applicant at the prevailing
rate.

Section 11l. Time limitation on order, (1) An order
entered under [section 9] may not suthorize the interception
of a wire or oral communication for a periocd longer than
necessary to achieve the objective of the authorization, and
in no event longer than 30 days. Extensions of an order may
be granted upon application for an extension made in
accordance with [section 8({1)] and upon the Jjudge's making
the findings required by [section 9{1)]. An extension may
apply only for a pericd the authorizing ijudge considers
necessary to achieve the purposes feor which the extensicon is
granted, and in no event longer than 30 davs.

(2 An order or extension must state that the
authorization to intercept must be executed as soon as

practicable, that the interception must be conducted in such
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a way as to minimize the interceprion of communications not
ornerwise subject to interception under “1m'5 act)], and rhat
the order or extepnsion terminates upcn a&atia. .. .at  of the
authorized objective, or in any event afrer 30 days.

Section 12. Required reports. An crder autheorizing
interception under (this act] may require tnat repoits be
made to the judge who issued the arder, showing what
progress has been made toward achievement of the authorized
objective and the need for continued interception. The
reports must be made at such intervals &s the judge may
require.

Section l3. When recording =¥ intercepred
communication required. (1) The contents cf a wire or oral
communication intercepted by any means authorized by [this
act] must, if possible, be recorded on tape, wire, or other
comparable device and in a manner znat protects the
recording from editing or other alteracions. Upen the
expiration of the period of the order zr extensions, the
recordings must immediately be made avai:ac.e to the judge
who 1lssued the order and be sealed uncer his direction.
Custody c¢f the recordings must be wherever the judge orders.
The recordings may not be destroyed except cpon an order of
the issuing ot denying judge and must be <ept for 10 years.
buplicate recordings may be made for investigative use or

disclosure under (section 7{i) and (2})]. The presence of the

_16..
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seal reguired by subsection (2) of this section or a
satisfactory explanation of its absence is a prerequisite to
the use or disclosure of the contents of a wire or cral
communication or evidence derived £from it under [section
7(3)).

(2) An application or order under [this act] must be
sealed by the Jjudge. Custody of applications and orders
shall be wherever the judge directs. An application or order
may be disclosed only upen a showing of good cause before a
judge, may not be destroyed except oaon the order of the
issuing or denying judge, and must be kept for 10 years.

Saction 14. Disclosure of interception. (1) Within a
reasonable time, but not later than 90 days, after the
filing of an application for an order of authorization which
igs denied or the termination of the pericd of an order or
its extenzions, the issuing or denying judge shall cause to
be served on the persons named in the order or application
and such gther parties to intercepted communications as the
judge may determine in the interest of justice an inventory
which must include notice of:

{a) cthe entry of the order or the application;

(b) the date of the entry and the period of authorized
intercepticn, or the denial of the appiicaticn; and

{c) whether, during the period, wire ar oral

communications were Or were not intercepted.
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{2) Upon the filing of a motion, the Judge may make
avallable to a notified person or his counsel for inspecticon
such portions of the intercepted communications,
applications, and orders as the judge determines to be in
the interest of justice.

{3) On an ex parte showing of good cause to a judge,
service of the inventory required by subsection (1) may be
postponed.

Section 15. When intercepted communication admissible
in evidence. (1) The ccontents of an intercepted wire or oral
communication or evidence derived frem it may not be
received in evidence or otherwise disclosed in a triail,
hearing, or other proceeding in a federal or state court
unless each party, not less than 10 days before the trial,
hearing, or proceeding, has been furnished with a copy of
the court order and accompanying application under which the
interception was authorized. This 1l0-day period may be
waived by the judge if ne finds that it was not possible to
furnish the party with the above information 10 days bhefore
the trial, hearing, or proceeding and that the party will
not be prejudiced by the delay in receiving the informaticn.

{2) An aggrieved person in a «rtrial, hearing, or
proceeding in or before a Jjudge, department, officer,
agency, regulatory body, or other authority of the United

States, a state, or a political subdivision of a state, may

-18-
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move to suppress the contents of an intercepted wire or oral
communication or evidence derived from it on the grounds
that:

(a) the communication was unlawfully intercepted;

{b) the order of authcrization under which 1t was
intercepted is insufficient on its face; or

{¢) the interception was not in conformity with the
order of authorization.

(3) The motion to suppress must be made before the
trial, hearing, or proceeding, pursuant to 46-13-302 or the
hearing rules of the respective body, as applicable.

(4) In addition to any other right to appeal, the
state of Montana may appeal an order granting a motion to
suppress made under subsection (2). The appeal must be made
within 30 days after the date the order was entered.

Section 16. Viclations punishabhle as contempt. Any
violation o©of [sections B through 15] may be punished as a
contempt by the issuing or denying judge.

Section 17. Recovery of civil damages authorized. (1)
A person whose wire or pral communication is intercepted,
disclosed, or used in violation of [this act] has a «civil
cause of action against a person who intercepts, discloses,
uses, or procures another person to intercept, disclose, or
use the communication and is entitled to recover:

{a) actual damages, but not less than liquidated

-19-
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damages computed at the rate of $100 a day for each day or
vieclation or $1,000, wnichever is higher;

(b) punitive damages; and

{c) a reasonable attorney fee and other litigation
costs reasonably incurred.

{(2) A good faith reliance on a court order or
legislative authorizarvion constitutes a complete defense to
any civil or criminal action under f{this act),

Section i8. Severability. If a part of this act is
invalid, all valid parts that are severable from the invalid
part remain in effect. If a part of this act is invalid in
one or more of its applications, the part remains in effect
in all wvalid applications that are severable from the
invalid applications.

-End-
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APPROVED BY COMMITTEE
ON JUDICIARY

SENATE BILL NO. 453

INTRODUCED BY VAN VALKENBURG, MAZUREK

A BILL FOR AW ACT ENTITIED: "AN ACT TO PROVIDE FOR AND
REGULATE THE INTERCEPTION OF WIRE OR ORAL COMMUNICATIONS
DURING TERRORIST THCTIDRENTS AND WHEN OKE OR MORE FERSONS HAVE
TAKEN CNE OR MORE HOSTAGES OR HAVE BARRICADED THEMSELVES 1IN

ANY PLACE POK ANY PURPCSE."

WHERZAS, there is an increasing number of incidents in
which a person or persons engage in  terrorist acts, take
hostages, or Bkarricade themselves in a home, business,
government building, or other place; and

WHEREAS, these situationsa are extremely threatening to
persons and property; and

WHEREAS, these situations pose unique and extremely
difficult problems to law enforcement personnel, compounded
by the need ro act swifrly and with all available
information; and

WHEREAS, the ability to monitor communications between
the person or persons creating the situation and other
persens is often crucial to & satisfactory termination of
the incident; and

WHEREAS, the interception and monitoring of wire or

oral communications is the subject of federal statutes,
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W N ;s

11
12
13
14

15

138
19
20
21
22
23
24
25

SB 0453/02

codified at 18 U.S.C.A. 2510-2520, that extensively regulate
the matter and have preempted this field of law so that
states must follow the federal statutes and may enact more
restrictive law but not less restrictive law.

THEREFORE, The Legislature of the State of Montana
finds it appropriate to pass a law modeled on the federal
statutes and addressing_ these situations and the problems

arising from them.

BE IT ENACTED BY THE LEGISLATURE OF THE $TATE OF MONTANA:

Section 1. Definiticns. Ir [this act}, the following
definitions apply:

(1) "Aggrieved person” means a person who was a party
to any illegally intercepted wire or oral communication or a
person against whom the interception was'illegally directed.

(2) "Communications common carrier” means a person
engaged as a common carrier for hire in  incrastate,
interstate, or international communicaticn by wire or radio
or by satellite, fiber opties, or any other energy-based
communications transmission system.

(3) "Contents", when used with respect te a wire or
oral communication, includes any information concerning the
identity of the parties to the sommunication or the
existence, substance, purport, or meaning of the

communication.

-2- SB 453
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(4) l;I-:lecttoru'.r:, mechanical, or other device" means a
device or apparatus that can be used to intercept a wire or
oral communication other than:

{a) a telephone or telegraph instrument, equipment, or
facility or a component thereof furnished to a subscriber or
user by a communications common carrier in the ordinary
course of its business or being used by a communications
common carrier in the ordinary course of its business or by
an investigative or law enforcement officer in the ordinary
course of his duties; or

{b) a-hearing aid or similar device used to correct
subnormal hearing to not better than normal.

{S} “Intercept" or "interception" means the aural
acquisition ¢f the contents of a wire or oral communication
through the use of any electronic, mechanical, or other
device.

{6) "Investigative or law enforcement officer” means
an officer of the state of Montana empowered by law to
conduct investigations of, or to make arrests for, offenses
enumerated in [this act] and an attorney authorized by law
to prosecute or participate in the prosecution of such
offenses.

{7) "Judge" means a judge of a district court.

{8} "Oral communication means an oral communication

uttered by a person under circumstances justifying an
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expectation that the communication is not subject to
interception.

[9) "Perscon" means an employee or agent of the state
or a political subdivision of the state and an individual,
partnership, association, joint stock company , trust,
cooperative, or corporation.

(10} "Wire communication" means a communication made in
whole or in part through the use of facilities for the
trangmission of communicaticns by the aid of wire, cable, or
other like connection between the point of corigin and the
point of reception, furnished or operated by a person
engaged as a common carrier in providing or operating such
facilities for the transmission of intrastate, interstate,
or foreign communications.

Section 2., Interception and disclosure of wire or oral
communications prohibited -- penalty. (1) Except as
otherwise specificaily provided in [this actj, it is
unlawful for any person to:

{a) wikifuily PURPOSELY intercept, endeavor to
intercept, or procure any other persen to intercept or
endeavor to intercept a wire or oral communication;

(p) wilifuity PURPOQSELY use, endeavor Lo use, or
procure any other person to use or endeavor to use any
electronic, mechanical, or other device to intarcept an cral

communicaktion when:
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{i) the device is affixed to or otherwise transmits a
signal through a wire, cable, or other like connection used
in a wire communication; or

{ii) the device transmits communications by radio or
interferes with the transmission of the communication;

{c} witifuiriy PURPOSELY disclose or endeavor to
disclose to any other person the contents of a wire or oral
communication, knowing or having reason to know that the
information was cbtained through the interception of a wire
or oral communication in violation of this subsection (1};

(d) witifuily PURPOSELY use or endeavor to use the
contents of a wire or oral communication, knowing or having
reason to know that the information was obtained through the
interception of a wire or oral communication in violation of
this subsection (1}; or

(e} intercept a communication for the purpose of
committing a criminal act.

{2) A person violating the provisions of subsection
{1) is punishable by imprisonment in the state prison for a
term not to exceed 5 years or a fine not to exceed $5,000,
or both.

(3) It is lawful:

(a} for an operator of a switchboard or an officer,
employee, or agent of a communicatiens common carrier whose

facilities are used in the transmission of a wire

~-5- SB 453

11
12
13
14
15
16
17
18
19
20
21
22
23
24

25

SB 0453/02

communication to intercept, disclose, or use a communication
in the normal course of his employment while engaged in an
activity necessarily incident to the rendition of his
service or to the protection of the rights or property of
the carrier of che communication; however, the
communications common carrier may not utilize service
observing or random monitoring except for mechanical or
service quality control checks;

(b) for an officer, employee, or agent of the federal
communications commission, in the normal course of his
employment and in discharge of the monitoring
responsibilities exercised by the commission in the
enforcement of chapter 5 of Title 47, U.S.C., to intercept a
wire communication or oral communication transmitted by
radio or to disclose or use the information thereby
obtained;

{c) for a law enforcement officer or a person acting
under the direction of a law enforcement officer to
intercept a wire or oral communication if he is a party to
the communication or one of the parties to the communication
has given prior consent to the interception;

(d) for an investigative or law enforcemen; officer to
intercept a wire or oral communication if one of the parties
to the communication has given prior conseat to the

interception;
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{e) for an employee of a telephche company to
intercept a wire communication for the sole purpose of
tracing the origin of the communication if the interception
is requested by an appropriate law enforcement agency or the
recipient of the communication and the recipient alleges
that the communication is cbscene, harassing, or threatening
in nature; and

{£) for an employee of a law enforcement agency, fire
department, or ambulance service, while acting in the scope
of his employment and while a party to the communication, to
intercept and record incoming wire communications.

Section 3. Manufacture, distribution, possessicn, and
sale of wire or oral communications intercepting devices
prohibited -~ penalty. (l) Except as otherwise specifically
provided in [this act}, it is wunlawful for a person to
purposely:

{a) send through the mail or send or c¢arry an
electronic, mechanical, or other device, knowing or having
reason to know that its design renders it primarily useful
for the illegal interception of wire cr oral communications;
or

{(b) manufacture, assemble, possess, or sell an
electronic, mechanical, or other device, inowing or having
reason to know that its design renders it primarily useful

for the illegal interception of wire or oral communications,
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(2} A perscn violating subsectian (1) is punishable by
imprisonment in the state prison for a term not to exceed S5
years or a fine not to exceed $5,000, or both,

(3) It is lawful for a communications common carrier
or an officer, agent, or emplcyee of, or a person under
contract with, a communications common carrier, in the
normal course of the communications common carrier's
business, or an officer, agent, or employee of, or a person
under contract with, bidding upon contracts with, or in the
course of doing business with the United States, a state, or
a poliktical subdivision thereof, in the normal course of the
activities of the United States, a state, or a political
subdivision of a state, to send through the mail, send or
carry in interstate or foreign commerce, or manufacture,
assemble, possess, ot sell any electronic, mechanical, or
other device, knowing or having reason to know that its
design renders it primarily useful for the surreptitious
interception of wire or oral communication.

Section 4. Confiscation of wire or oral communications
intercepting devices. An electronic, mechanical, or other
device used, sent, carried, manufactyred, assembled,
possessed, or sold in violation of [this act] may be seized
and forfeited to the state.

Section 5. Prohibition of use as evidence of

intercepted wire or oral cemmunications. If a wire or oral
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communication has been intercepted, no part of its contents

and no evidence derived from it may be received in evidence

in a trial, hearing, or other proceeding in or before a
court, grand jury, department, officer, agency, regulatory
body, legislative committee, or other authority of the state
or a political subdivision of the state if the disclosure
would violate [this act].

Section 6. Authorization for interception of wire or
cral communications. The state attorney general or a county
attorney may authorize an applicatien to a judge for an
order authorizing or approving the interception ¢f wire or
oral communications and may apply to the judge for, and the
judge may grant in conformﬁty with 1B U.S5.C. 2518 and [this
actl, an order authorizing or approving the interception of
wire or oral communications by investigative or law
enfocrcement officers having responsibility for the
investigation of the offense as to which the application 1is
made if such interception may provide or has provided
evidence of the commission of an offense punishable by
imprisonment in the state prison-for more than 1 year by:

{l) one or more terrorists engaged in a terrorist
incident:

{2) one or more persons who have taken a hostage or
hostages; ot

(3) one or more persons who have barricaded themselves
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in any place for any pucrpose.

Section 7. Authorization for disclosure and use of
intercepted wire or oral communications, (1) An
investigative or law enforcement officer who, by any means
authorized by [this act], has obtained knowledge of the
contents of a wire or oral communication or evidence derived
from it may disclose the contents to another investigative
or law enforcement officer to the extent that disclosure is
appropriate to the proper performance of the cofficial duties
of the officer making or receiving the disclosure.

(2) An investigative or law enforcement officer who,
by any means authorized by [this act], has obtained
knowledge of the contents of a wire or oral communication or
evidence derived from it may use the contents to the extent
that the use is appropriate to the proper performance of his
official duties.

(3) A person who has received, by any means authorized
by [this act], information concerning a wire or oral
communication or evidence derived from it intercepted in
accordance with [this act] may disclose the contents of the
communication or evidence while giving testimony under ocath
or affirmation in a criminal proceeding in a court of this
state, the United States, any other state, or any political
subdivision of a state.

(4] An otherwise privileged wire or oral communication
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intercepted in accordance with or in violation of [this act]
does not lose its privileged character.

(5) If an investigative or law enforcement officer
intercepting wire or oral communications in the manner
authorized in [this act] intercepts wire or oral
communications relating to offenses other than those
specified in the order of authorization, the contents of the
communications and evidence derived from them may be
disclosed or used as provided in subsections (1) through
{3).

Section 8. Application for order authorizing
interception of wire or oral communications. (1) An
application for an order authorizing the interception of a
wire ar oral communication must be in writing, upon oath or
affirmation, to a judge and state the applicant's authority
to make the application. It must include the followings

(a) the identity of the investigative or law
enforcement officer making the application and the officer
authorizing the application;

{b) a complete statement of the facts and
circumstances relied wupon by the applicant to justify his
belief that an order should be issued, including:

{i) details as to the particular offense that has
been, 1s being, or is about to be committed;

(r1) a particular description of the nature and
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location of the facilities where the communication is to be
intercepted;

(iii) a particular description of the type of
communications sought to be intercepted;

(iv) the identity of the person, if known, committing
the offense and whose communications are to be intercepted;

{c) a Efull and complete statement as to whether or not
other investigative procedures have been tried and failed,
why they reasonably appear to be unlikely to succeed if
tried, or if they reascnably appear to be too dangerous;

{d) a statement of the period of time for which the
interception is required to be maintained. If the nature of
the investigation 1is such that the authorization for
interception should not automatically terminate when the
described type of communication has been obtained, a
particular description of facts establishing probable cause
to believe that additional communications of the same type
will occur thereafter must be included in the application.

(e) a Ffull and conmplete statement of the facts
concerning all previous applications known to the individual
authorizing and making the present application, made to a
judge for authecrization te intercept wire or oral
communications involving any of the persons, facilities, or
places specified in the present application, and the action

taken by the judge on each prior applicatiocn; and
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(£} if the application is for the extension of an
order, a statement setting forth the results thus far
obtained from the interception, or a reasonable explanation
of the failure to obtain results.

{2) The judge may require the applicant to Ffurnish
additional testimony or documentary evidence in support of
the application.

Section 9. When order authorizing interception may be
issued == reguired contents. (1) Upon application under
[section 8], the judge may enter an ex parte order, as
requested or as modified, authorizing the interception of
wire or oral communications within the state of Montana if
the judge determines on the basis of the facts submitted by
the applicant that:

fa) there is probable cause to believe that an
individual is committing, has committed, or is about to
commit an offense referred to in [gection 6];

{(b) there 1is probable  cause to believe that
communications concerning that offense will be obtained
through the intercepticn;

{c) normal investigative procedures have been tried
and have ' failed or reasonably appear to be unlikely to
succeed if tried or to be too dangerous;

(@} there 1is probable cause to believe that the

facilities where the wire or oral communications are to be
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intercepted are being used or are about to be used in
connection with the commission of an offense described in
subsection (l)(a) or are leased to, listed in the name of,
or commonly used by an individual described in subsection
(1)(a}.

(2) Each order authorizing the interception of a wire
or oral communication must specify:

(a) the identity of the person, if known, whose
communications are to be intercepted;

{b) the nature and location of the communications
facilities where authority to intercept is granted;

(c} a particular description of the type of
communication sought to be intercepted and a statement of
the particular offense to which it relates;

{d) the identity of the agency authorized to intercept
the communications and of the person making the application;
and

{e) the period cf time during which the interception
is authorized, including a statement as to whether or not
the interception automatically terminates when the described
communication has been obtained.

Section 10. Required assistance from communications
common carrier and others. An order authorizing the
interception of a wire or oral communication must, upcn

request of the applicant, direct that a communications
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common  carrier, landlord, custodian, or other person
immediately furnish to the applicant all information,
facilities, and technical assistance necessary to accomplish
the interception unobtrusively and with a minimum of
interference with the services that the communications
common carrier, landlord, custodian, or person is providing
to the person whose communications are to be intercepted. A
compunications common carrier, landlord, custodian, or other
person furnishing the facilities or technical assistance may
be compensated therefor by the applicant at the prevailing
rate.

Section 11. Time limitation on order. (1) An order
entered under [section 9] may not authorize the interception
of a wire or oral communication for a period longer than
necessary to achieve the objective of the authorization, and
in no event longer than 30 days. Extensions of an order may
be granted upon application for an extension made in
accordance with [section 8(1)! and upon the Judge's making
the findings required by [section 9(l)]. An extension may
apply only for a period the authorizing judge considers
necessary to achieve the purposes for which the extension is
granted, and in no event longer than 310 days.

{2) An order or extension must state that the
authorization to intercept must be executed as soon as

practicable, thar the interception must be conducted in such
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a4 way as to minimize the interception of communications not
otherwise subject to intercepticn under [this act], and that
the order or extension terminates wupon attainment of the
authorized objective, or in any event after 30 days.

Section 12. Required reports. An order authorizing
interception under (this actl may require that reports be
made to the judge who issued the order, showing what
progress has been made toward achievement of the authorized
objective and the need for continued interception. The
reports must be made at such intervals as the judge may
require.

Section 13. When recording of intercepted
comnunication required. {1) The contents of a wire or oral
communication intercepted by any means authorized by [this
act) must, if possible, be recocrded on tape, wire, or other
comparable device and in a manner that protects the
recording from editing or other alterations. Upon the
expitation of the period of the order or extensions, the
recordings must immediately be made available to the judge
who 1ssued the order and be sealed under his directien.
Custody of the recordings must be wherever the judge orders.
The recordings may not be destroyed except upon an order of
the issuing or denying judge and must be kept for 10 years.
Duplicate recordings may be made for investigative use or

disclosure under [section 7(1) and (2)). The presence of the
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seal required by subsection (2} of this section or a
satisfactory explanation of its absence is a prereguisite to
the use or disclosure of the contents of a wire or oral
communication or evidence derived from it under [section
70311,

{2) An application or order under [this act] must be
sealed by the judge. Custody of applications and orders
shall be wherever the judge directs. An application or order
may be disclosed only upon a showing of good cause before a
judge, may not be destroyed except on the order of the
issuing or denying judge, and must be kept for 10 years.

Section 14, Disclosure of interception. (1) Within a
reasonable time, but not later than 90 days, after the
filing of an applicaticn for an order of authorization which
is denied or the termination of the period of an order or
its extansioos, the issuing o denying judge shall cause to
be served on the persons named in the order or application
and such other parties to intercepted communications as the
judge may determine in the interest of Jjustice an inventory
which must include notice of:

{a) the entry of the order or the application:

{b) the date of the entry and the period of authorized
interception, or the denial of the application; and

(c) whether, during the period, wire or oral

communications were or were not intercepted.
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(2} Upcn the filing of a motion, the judge may make
available to a notified person or his counsel for inspecticn
such portions af the intercepted communications,
applications, and orders as the judge determines to be in
the interest of justice.

{3) On an ex parte showing of good cause to a judge,
service of the inventory required by subsection (1} may be
postponed.

Section 15. When intercepted communication admissible
in evidence. (1) The contents of an intercepted wire or oral
communication or ewvidence derived from it may not be
received in evidence or otherwise disclosed in a trial,
hearing, or other proceeding in a federal or state court
unless each party, not less than 10 days before the triai,
hearing, or proceeding, has been furnished with a copy of
the court order and accompanying application under which the
interception was authorized. This 10-day period may be
waived by the judge if he finds that it was not possible to
furnish the party with the above information 10 days before
the trial, hearing, or proceeding and that the party will
not be prejudiced hy the delay in Leceiving the information.

(2) An aggrieved person in a trial, hearing, or
proceeding in or before a judge, department, officer,

agency. regulatory body, or other authority of the United

States, a state, or a political subdivision of a state, may
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move to suyppress the contents of an intercepted wire or oral
communication or evidence derived From it cn the grounds
that:

(a) the communication was unlawfully intercepted;

{b) the order of authorization under which it was
intercepted is insufficient on its face; or

(c) the Iinterception was not in conformity with the
order of authorization.

(3) The motion to suppress must be made before the
trial, hearing, or proceeding, pursuant to 46-13-302 or the
hearing rules of the respective body, as applicable.

{4) In addition to any other right to appeal, the
state of Montana may appeal an order granting a motion to
suppress made under subsecticn (2). The appeal must be made
within 30 days after the date the order was entered,

Section 16. Violations punishable as contempt. Any
violation of [sections 8 through 15} may be punished as a
contempt by the i=suing or denying judge.

Section 17. Recovery of civil damages authorized. (1)
A person whose wire or oral communication is intercepted,
disclosed, or used in violation of [this act} has a civil
cause of action against a person who intercepts, discloses,
uses, or procures another person to intercept, disclose, or
use the communication and is entitled to recover:

{a) actual damages, but not less than ligquidated
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damages computed at the rate of $100 a day for each day or
violation or $1,000, whichever is higher;

{b) punitive damages; and

{¢) a reasonable attorney fee and other litigatien
costs reasonably incurred.

(2) A good faith reliance on a court order Qr
legislative authorization constitutes a complete defense to
any civil or criminal action under (this act].

Section 18. Severability. If a part of this act is
invalid, all valid parts that are severable from the invalid
part remain in effect. If a part of this act is invalid in
one or more of its applications, the part remains in effect
in all valid applications that are severable from the
invalid applications.

-End-
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SENATE BILL NO. 453
INTRODUCED BY VAN VALKENBURG, MAZUREK

A BILL FOR AN ACT ENTITLED: "AN ACT TO PROVIDE FQR AND
REGULATE THE INTERCEPTION OF WIRE OR ORAL COMMUNICATIONS
DURING TERRORIST INCIDENTS AND WHEEN ONE OR MORE PERSONS HAVE
TAKEN ONE OR MORE HOSTAGES OR HAVE BARRICADED THEMSELVES 1IN

ANY PLACE FOR ANY PURPOSE."

WHEREAS, there is an increasing number of incidents in
which a person or persons engage in terrocist acts, téke
hostages, or barricade themselves in a home, business,
government building, or other place; and

WHEREAS, these situations are extremely threatening to
persons and property; and

WHEREAS, these situations pose unique and extremely
difficult problems to law enforcement personnel, compounded
by the need to act swiftly and with all available
information; and

WHEREAS, the ability to monitor communications between
the person or persons creating the situation and other
persons is often crucial to a satisfactory termination of
the incident; and

WHEREAS, the interception and monitoring of wire or

oral communications is the subject of federal statutes,
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codified at 18 U.S.C.A, 2510-2520, that extensively regulate
the matter and have preempted this field of law so that
states must follow the federal statutes and may enact more
restrictive law but not less restrictive law.

THEREFORE, The Legislature of the Stéte of Montana
finds it appropriate to pass a law modeled on the federal
statutes and addressing these situations and the probiems

arising from them.

BE IT ENACTED BY THE LEGISLATURE OF THE STATE OF MONTANA:

Section 1. Definitions. In [this act], the following
definitions apply:

(1) "Aggrieved person" means a person who was a party
to any illegally intercepted wire or oral communication or a
persen against whom the interception was illegally directed.

(2) “Communications common carriec” means a person
engaged as a common carrier for hire in intrastate,
interstate, or international communication by wire or radio
or by  satellite, fiber optics, or any other energy-based
communications transmission system.

(3) "Contents", when used with respect to a wire or
oral communication, includes any information concerning the

identity of the parties to the communication or the

existence, substance, purport, or meaning of the
communication.
THIRD READING
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(4} "Electronic, mechanical, or other device" means a
device or apparatus that can be used to intercept a wire or
oral communication cther than:

(a) a telephone or telegraph instruyment, equipment, or
facility or a component thereof furnished to a subscriber or
user by a communications common carrier in the ordinary
course of its business or being used by a communications
common carrier in the ordinary course of its business. or by
an investigative or law enforcement officer in the ordinary
course of his duties; or

(b) a hearing aid or similar device used to correct
subnormal hearing to not better than normal.

{5) “Intercept" or “interception" means the aural
acquisition of the contents of a wire or oral communication
through the use of any electfonic, mechanical, or other
device.

(6) "Investigative or law enforcement officer” means

an officer of the state of Montana empowered by 1&W~t0;

conduct investigations of, or to make arrests for, offenses
enumerated in {this act] and an attorney authorized by law
to prosecute or participate in the prosecutien of such
offenses.

{7) "Judge" means . a judge of a district court.

(8) "Oral communication™ means an oral communication

uttered by a person under circumstances justifying amn
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expectation that the communication is net subject to
interception.

(9) "“Person" means an employee or agent of the state
or a political subdivision of the state and an individual,
partnership, association, Jjoint stock company, trust,
cooperative, or corporation.

(10) “Wire communication" means a communication madé in
whole or in part through the use of facilities for the
transmission of communications by the aid of wire, cable, or
other like connecticon between the point of origin and the
point of reception, furnished or operated by a person
engaged as a common carrier in providing or operating such
facilities for the transmission of intrastate, interstate,
or foreign communications.

Section 2. Interception and disclosure of wire or oral
communications prohibited -- penalty. {1} Except as
otherwise specifically provided in [this act], it is
unlawful for any person to:

{a) witlifuiiy PURPOSELY intercept, endeavor to
intercept, or procure any other person .to intercept or
endeavor to intercept a wire or oral communicatiosn;

{b) wititfuiiy PURPOSELY use, endeavor 'to use, or
procure any other -person to use or endeavor to uEeyany;
electronic, mechanical, or other device to imtercept an oral

communication when:
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(i) the device is affixed to or otherwise transmits a
signal through a wire, cable, or other like connection used
in a wire communication; or

{ii) the device transmité communications by radio or
interferes with the transmission of the cdmmunication;

(c) witifuliy PURPOSELY disclose or endeavor to
disclose to any other person the contents of a wire or oral
communication, knowing or having reason to know that the
information was obtained throﬁgh the interception of a wire
or oral communication in violation of this subsection (1);

(d) witifuiiy PURPOSELY use cr endeavor to use the
contents ©of a wire or oral communication, knowing or having
reason to know that the information was obtained through the
interception of a wire or oral communication in vioclation oé
this subsection (1); or

(e} intercept a communication for the purpose of
committing a crimipal act.

{2) A person violating the provisions of subsecticn
(1) is punishable by imprisonment in the state prison for a
term not to exceed 5 years or a fine not to exceed $5,000,
or both.

(3) It is lawful:

ta) for an coperator of a switchboard or an officer,
employee, or agent of a communications common carrier whose

facilities are used in the transmission of a wire
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commun;cation to intercept, disclose, or use a ccmmunicAtion
in the normal course of his employment while engaged in an
activity necessarily incident to the rendition of his
service or to the protection of the rights or property of
the carrier of the communi&ation; however, the
communications common carrier may not utilize service
observing or random monitoring except for mechanical or
service quality control checks;

{b) for an officer, employee, or agent of the federal
communications commission, in the normal course of his
employment and in discharge ' of the monitoring
responsibilities exercised by the commission in the
enforcement of chapter 5 of Title 47, U.S.C., to intercept a
wire communication or oral communication transmitted by
radioc or to disclose or use the information thereby

obtained;

‘tey--for--a--law-enforcement-officer-or-a-person-aeting

under--the--direction—-of-—a--taw--enforcement—-officer---teo

intarcept--a--wire-or-orai-communication-if-he-is-a-party-to
the-communication-or-one-of-the-parties-to-the-communication
has-given-prior-consent-to-the-incerceptions
{d)--for-an-investigative-osr-taw-enforcement-offices—teo
inhe:cept-a-wiré-ur—orai-communication-tf-one-of-the-partées
to--the-—-communicarton--has--given—-prior—-conaent--to-—-the

tntercepeions
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tey(C) for an employee of a telephone company to
intercept a wire communication. for the: sele- purpose.. of,
tracing the origin of the communication if the interceptian
is requested by an- appropriate law.enforcement agency- or- the.
recipient of the communication and the recipient alleges
that the communication is obscene, harassing, or threatening
in nature; and

t€3(D) for an employee of a law enforcement agency,
fire department, or ambulance service, while acting. in the
scope of  his employment and while a party- to the
communication, to intercept and record incoming wire.
communications.

Section 3. Manufacture, distribution; possession, and
sale of wire or oral communications intercepting devices
prohibited -- penalty. (1) Except as otherwise specifically
provided in [this act], it is unlawful for a person to
purposely:

(a) send through the mail or send. or carry- an
electronic, mechanical, or other device, knowing  or having.
reason: to know that its:.design-renders it primarily useful
for the illegal interceptioarof wire or oral communications;
or

{by manufacture, assemble, possess, or sell an.
electronic; mechanical, or other device, knowing or. having:

reascn to know.that its desigm:rendess it primarily useful
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for the illegal interception of wire-or oral communications.

{2) A perscon violating subseetion (1) is punishable by
imprisonment in the.state prison for a term not to exceed §-
years or a fine not to exceed $5,0008, or both.

(3) It is lawful for a communications common carrier
or an officer, agent, or employee of, or a person under
contract with, a communications c¢ommon carrier, in the-
normal course of the communications common carrier's
business, or an-officer, agent, or employee of, or a person
under contract with, bidding upon contracts with, or.in .the
course of doing business with the United States, a state, or
a pelitical subdivision thereof, in the normal course .of the
activities of the United States, a state, or a political
subdivision of a state, to send through the mail, send or
carry in interstate or foreign commerce, or manufactyre,
assemble, possess, or sell any electronic, mechanical, or
other device, knowing or having reason toc know that its.
design renders it primarily useful for the surreptitious
interception of wire or oral communication.

Section 4. Confiscation of wire or oral communications .
intercepting devices. An electronic, mechanical, or other
device used, sent, carried, manufactured, asqgmhled..
possessed, or sold in vioclation of [this act] may be. seized
and forfeited te the.state.

Section 5. Prohibition of. use- as evidence.: of

~-8= SB..453
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intercepted wire or oral communications. If a wire or oral
communication has been intercepted, no part of its contents
and no evidence derived from it may be received in evidence
in a trial, hearing, or other proceeding in or before a
court, grand jury, department, officer, agency, regulatory
body, legislative committes, or -other authority of the state
or a political subdivision of the state if the disclosure
would violate [this act].

Section 6. Autherization for interception of wire or
oral communications. The state attorney general or a county
attorney may authorize an application. to a judge for an
order authorizing or approving the interception of wire or
oral communications and may aéply to the judge for, and the
judge may grant in conformity with 18 U.S8.C, 2518 and [this
act], an order authorizing or approving the interception of
wire or oral communications by investigative or law
enforcement officers having responsibility for the
investigation oFf the offense as to which the application is
made if such interception may provide or has provided
evidence of the commission  of an offense punishable by
imprisonment in the state prison for more than 1 year by:

(1) one or more terrorists engaged in a terrorist
incident;

{(2) one or more perscns who have taken a hostage or

hostages; or
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{3) one or more persons who have barricaded themselves
in aay placé for any purpose.

Section 7. Authorization for disclosure and use of
intercepted wire or oral communications. (1) An
investigative or law enforcement officer who, by any means
autherized by [this act), has obtained knowledge of the
contents of a wire or oral communication or evidence derived
from it may disclose the contents to another investigative
or law enforcement officer to the extent that disclosure is
appropriate to the proper performance of thlie cfficial duties
of the officer making or receiving the disclosure. 7

(2) An investigative or law enforcement officer who,
by any means authorized by [this act], has obtained
knowledge of the contents of a wire or oral communication or
evidence derived from it may use the contents to the extent
that the use is appropriate to the proper performance of his
official duties.

(3) A person who has received, by any means authorized
by [this act], information concerning a wire or oral
communication or evidence derived from it intercepted in
accordance with [this act] may disclose the contents of the
communication or evidence while giving testimeony under oath
or affirmation in a criminal proceeding in a court of this
state, the United States, any other state, ar any political

subdivision of a state.
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{(4) An ctherwise privileged wire or oral communication
intercepted in accordance with or in violation of {this act]
does not lose its privileged character.

(5) If an investigative or law enforcement officer
intercepting wire or oral communications in the manner
authorized in (this act| intercepts wire or oral
communications relating to offenses other than those
specified in the order of authorization, the contents of the
communications and evidence derived from them may be
disclosed or used as provided in subsections (1} through
(3).

Section 8. Application for order authorizing
interception of wire or oral communications. (1) ‘An
application for an order authorizing the interception of a
wire cor oral communication must be in writing, upon ocath or
affirmation, to a judge and state the applicant's authority
to make the application. It must include the Following:

{a) the identity of the investigative or law

enforcement officer making the application and the officer

authorizing the application;

(b} a complete statement of the facts and
circumstances relied upon by the applicant to justify his
belief that an order should be issued, including:

{i) details as to the particular offense that has

been, is being, or is abeut teo be committed;
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"{ii) a particular description of the nature and
location of the facilities where the communication is to be
intercepted;

{iii) a particular description of the type of
communications sought te be intercepted;

(iv) the identity of the person, if Kknown, committing
the offense and whose communications are to be intercepted;

{c) a full and complete statement as to whether or not
other investigative procedures have been tried and failed,
why they reasonably appear to be unlikely to succeed if
tried, or if they reasonably appear tc be tco dangerous;

(d} a statement of the period of time for which the
interception is required to be maintained. If the nature of
the investigation is such that the authorization For
interception should not automatically terminate when the
described type of communication has been obtalned, a
particular description of facts establishing probable cause
to believe that additional communications of the same type
will occur cthereafter must be included in the applicatien,

fe) a full and complete statement of the facts
concerning all previous applications known to the individual
autheorizing and making - the present application, made to a
judge [for authorization to intercept wire or oral
communications involving any of the persons, faciliities, or

places specified in the present application, and the action
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taken by the judge on each prior application; and

(£) if the application is for the extension of an
order, a statement -setting forth the results thus far
obtained from the interception, or a reasonable explanation
of the failure to obtain results.

(2) The judge may require the applicant to FEurnish
additional testimony or documentary evidence in support of
the application. .

Section 9. When order authorizing interception may be
isgsued -- required contents. (1) Upon application under
[section 8], the judge may enter an ex parte order, as
requested or as modified, authorizing the interception of
wire or oral communications within the state of Montana if
the judge determines on the basis of the facts submitted by
the applicant that:

(a) there 1is probable cause to believe that an
individuali 1s committing, has committed, or is abcut to
commit an offense referred to in [section 6];

{b) there is probable cause to believe that
communications concerning that offense will be obtained
through the interception;

(c) normal investigative procedures have been tried
and have failed or reasonably appear to be unlikely to
succeed if tried or to be too dangerous;

{d) chere |is prcbable cause to believe that the
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facilities where the wire or oral communications are to be
intercepted are being used or are about to be used in
connection with the commission of an offense described in
subsection (l)(a) or are leased to, listed in the name of,
or commonly used by an individual described in subsection
{l)(a).

(2) Each order authorizing the interception of a wire
or oral communication must specify:

{a) the identity of the person, if known, whose
communications are to be intercepted;

{b) the nature and location of the communications
facilities where authority to intercept is granted;

(c) a particular description of the type of
communication sought to be intercepted and a statement of
the particular offense to which it relates;

{d) the identity of the agency authorized to intercept
the communications and of the person making the application;
and

(e) the period of time during which the interception
is authorized, including a statement as to whether or not
the interception automatically terminates when the descriﬁed
communication has been obtained.

Section 10. Required assistance from communications
coqmon carrier and others. An order authorizing the

interception of a wire or oral communication must, upon
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request of the applicant, direct that a communications
common carrier, landlord, custedian, or other person
immediately £furnish to the applicant all information,
facilities, and technical assistance.necessary to accomplish
the interception wuncbtrusively and with a minimum of
interference with the services that the communications
common carrier, landlord, custodian, or persen is providing
to the person whose communications are to be intercepted. A
communications common carrier, landlord, custodian, or other
person furnishing the facilities or technical assistance may
be compgnsated therefor by the applicant at the prevailing
rate.

Section 1l. Time limitation on arder. (1) An order
entered under [section 9] may not authorize the interceptien
of a wire or oral communication for a period longer than
necessary to achieve the objective of the authorization, and
in no event longer than 30 days. Extensions of an order may
be granted upon application for an extension made in
accordance with [gection 8(1}] and upon the judge's making
the findings required by [section 9(1)]. An extension may
apply only for @ period the authorizing judge considers
necessary to achieve the purposes for which the extension is
granted, and in no event longer than 30 days.

{2) An order ot extension must state that the

authorization to intercept must be executed as soon as
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practicable, that the interception must be conducted in such
a way as to minimize the inteérception of communi¢ations not
otherwige subject to interception under [this actl], and that
the order or extension terminates upon attainmént of. the
authorized objective, or in any event after 30 days.

Section 12. Required reports. An order authoriaing
interception under [this act] may require that reports be
made to the Jjudge who issued the order, showing Wwhat
progress has been made toward achievement of the aiuthorized
objective and the need for dontinued intercéptidn. The
reports must be made at such intervals as the judge may
require.

Section 13. When recording of intercépted
communication required, (1) The contents of a wire or oral
communication intercepted by any means authorized by (this
act] must, if possible, be recorded on tape, wire, or ‘other
comparable device and in a manner that prdtects the
recording from editing or other alterations. Upon the
expiration of the period of the order or extensions, the
recordings must immediately be made available to the judge
who issued the order and be sealed under his direction.
Custody of the recordings must be wherever the judge orders,
The recordings may not be destroyed except upon ah order of
the igsuing or deriying judge and must be kept for 10 years.

Duplicate recordings may be made for investigative use or
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disclosure under [section 7{1) and (2)j. The presence of the
seal reguired by subsection (2) of this section or a
satisfactory explanation of its absence 1s a prerequisite to
the use or disclosure of the contents of a wire or oral
communication or evidence derived from it under [section
7(3)].

(2) An application or order under [this act] must be
sealed by the judge. Custody of applications and orders
shall be wherever the judge directs. An application or order
may be disclosed only upon a showing of good cause before a
judge, may noct be destroyed except on the order of the
issuing or denying judge, and must be kept for 10 years.

Section 14. Disclosure of interception. (1) Within a
reasonable time, but not 1later than 90 days, after the
filing of an application for an order of authorization which
is denied or the termination of the period of an order or
its extensions, the issuing or denying judge shall cause to
be served on the persons named in the order or application
and such other parties to intercepted commupications as the
judge may determine in the interest of justice an inventory
which must include notice of:

{a) the entry of the order or the application;

(b) the date of the entry and the period of authorized
interception, or the denial of the application; and

{c¢) whether, during the period, wire oOr oral
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communications were or were not intercepted.

(2) Upon the filing of a motion, the judge may make
available to a notified person or his counsel for inspection
such portions of the intercepted communications,
applicaticns, and orders as the judge determines to be in
the interest of justice.

(3) On an ex parte showing of good cause to a judge,
service of the inventory requireﬁ by subsection (1) may be
postponed.

Section 15. When intercepted communication admissible
in evidence. (1) The contents of an intercepted wire or oral
communication or evidence derived from it may not be
received in evidence or otherwise disclosed in a trial,
hearing, or other proceeding in a federal or state court
unless each party, not less than 10 days before the trial,
hearing, or proceeding, has been furnished with a copy of
the court order and accompanying application under which the
interception was authorized. This l0-day period may be
waived by the judge if he finds that it was not possible to
furnish the party with the above information 10 days before
the trial, hearing, or proceeding and that the party will
not be prejudiced by the delay in receiving the information.

(2) An aggrieved persen in a trial, hearing, or
proceeding in or before a judge,. department, officer,

agency, regulatory body, or other authority of the United
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States, a state, or a political subdivision of a state, may
move to suppress the contents of an intercepted wire or oral
communication or evidence derived from it on the grounds
that:

(a) the communication was unlawfully intercepted;

(b) the order of authorization under which it was
intercepted is insufficient on its face; or

(c) the interception was not in conformity with the
order of authorization.

{3) The motion to suppress must be mnmade before the
trial, hearing, or proceeding, pursuant to 46-13-302 or the
hearing rules of the respective body, as applicable.

{4} In addition to any other right to appeal, the
state of Montana may appeal an order granting a motion to
suppress made under subsection (2). The appeal must be made
within 30 days after the date the order was entered.

Section 16. Violations punishable as contempt. Any
violation of |[sections & through 15) may be punished as a
contempt by the issuing or denying judge.

Section 17. Recovery of civil damages authorized. (1)
A person whose wire or oral communication is intercepted,
disclosed, or used in violatiom of [this act] has a civil
cause of action against a person who intercepts, discloses,
uses, Or procures another person to intercept, disclose, or

use the communication and is entitled to recover:
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{a) actual damages, but not ~less than liguidated
damages computed at the rate of $100 a day for each day or
violation or $1,000, whichever is higher:

(b) punitive damages; and.

{c) a reasonable attorney fee and other litigation
costs reasconably incurred.

(2) A good faith reliance on a court order or
legislative authorization constitutes a complete defense to
any civil or criminal action under [this act].

Section 18. Severability. If a part of thia act |is
invalid, all valid parts that are severable from the invalid
part remain in effect. If a part of this act is invalid in
one or more of its applications, the part reémains in effect
in all wvalid applications that are severable from the
invalid applications.

-End-
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