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I.  Introduction 
II.  Orientation to the civil and criminal enforcement of payments       
 made pursuant to the federal health care benefit programs 

• an overview of the criminal statutes applicable to health care fraud and   
overpayment cases pursued by the government; 

• an overview of the law regarding civil penalties, including the False Claims 
Act (FCA) provisions central to citizens authority to pursue cases as 
relators in qui tam lawsuits brought pursuant to the FCA; 

• a focus on legal duties with respect to repayments of overpayments made 
by a federal health care benefit program; 

• an overview of the statutes creating criminal liability for obstructing 
investigations and destroying evidence;  

• law on debarment and program exclusion as a collateral consequences of 
wrongdoing; and 

• a discussion of significant cases. 
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 III.  The anatomy of an investigation 
•  What generates an investigation?  Who investigates?:  a profile of 

complainants, the relevant Offices of Inspectors General, the Medicaid 
Fraud Control Units, federal and state law enforcement agencies, and the 
alphabet soup of entities involved in data mining and claims evaluation 
(analysis and assessments conducted by third-parties (RACs, UPICs, 
ZPICs, MICs, and PSCs); 

• HHS-OIG work plan priorities and trends observed from recent enforcement 
activities; 

• Response to an investigation or proactive steps to take if an investigation 
seems probable, including an awareness of triggers and trip wires, which 
signal when providers should consider an internal investigation; 
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IV.  Best practices to avoid civil and criminal investigations and present 

a  persuasive case for leniency if investigated  
• Importance of a robust compliance plan with appropriate implementation 

and evaluation; 
• Internal review of data for trends and outliers, including program denials by 

code;  
• Monitoring and oversight of obvious red flags:  practices outside the scope 

of licensure and credentialing, providers excluded from program 
participation based upon past problems; and 

• Review of HHS OIG’s Self-Disclosure Protocol. 
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Preliminaries 
 This program provides an overview of the relevant statutes and 

regulations.  The application depends upon the circumstances of each 
case. 

 Regulations and statutes are sometimes highly technical with 
exceptions and nuances. 

 Read regulations and confer with qualified expert when applying the 
law to facts. 

 Consider other applicable laws, not a focus of today’s presentation. 
– Anti-Kickback Statutes 
– State laws 

 This program does not establish an attorney-client relationship. 
 This program does not constitute the giving of legal advice. 
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Failure to comply with 
conditions for payment 
 Examples of billing practices that may result in 

overpayment: 
– Services not medically necessary 
– Services not covered by federal program 
– Services not provided as claimed/not rendered as billed 
– Services not provided by licensed provider 
– Services not properly supervised 
– Substandard care 
– Double billing or duplicate payments 
– Unbundling 
– Upcoding 
– Etc., etc., etc. 
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18 U.S.C. § 1347 Health Care Fraud 

 
(a) Whoever knowingly and willfully executes, or attempts to 
execute, a scheme or artifice—  
(1) to defraud any health care benefit program; or  
(2) to obtain, by means of false or fraudulent pretenses, 
representations, or promises, any of the money or property 
owned by, or under the custody or control of, any health care 
benefit program, in connection with the delivery of or payment 
for health care benefits, items, or services 
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Criminal False Claims Act and Statements 

 
18 U.S.C. § 287 Criminal False Claims 
It is a crime to make any claim "upon or against the United States. . . knowing such claim to 
be false, fictitious or fraudulent ..." 
18 U.S.C. § 1001 Criminal False Statements to the Government; see also, health care 
specific false statement statutes (18 U.S.C. § 1035; 42 U.S.C. § 1320a-7b(a); 42 U.S.C.    
§ 1320a-7b(c)) 
Makes it a crime in any matter within the jurisdiction of the executive branch of the 
Government of the United States and/or in connection with the delivery or payment of health 
care benefits or services, to knowingly and willfully —  
(1) falsify, conceal, or cover up by any trick, scheme, or device a material fact;  
(2) make any materially false, fictitious, or fraudulent statement or representation (oral or 
written); or  
(3) make or use any false writing or document knowing the same to contain any materially 
false, fictitious, or fraudulent statement or entry;  
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18 U.S.C. § 1341 Mail Fraud 

 
Whoever, having devised or intending to devise any scheme or artifice to 

defraud, or for obtaining money or property by means of false or 
fraudulent pretenses, representations, or promises, for the purpose of 
executing such scheme or artifice or attempting so to do, places in any 
post office or authorized depository for mail matter, any matter or thing 
whatever to be sent or delivered by the Postal Service, or deposits or 
causes to be deposited any matter or thing whatever to be sent or 
delivered by any private or commercial interstate carrier, or takes or 
receives therefrom, any such matter or thing, or knowingly causes to 
be delivered by mail or such carrier according to the direction thereon, 
or at the place at which it is directed to be delivered by the person to 
whom it is addressed, any such matter or thing 
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18 U.S.C. § 1343 Wire Fraud 

 
Whoever, having devised or intending to devise any scheme or artifice to 

defraud, or for obtaining money or property by means of false or 
fraudulent pretenses, representations, or promises, transmits or causes 
to be transmitted by means of wire, radio, or television communication 
in interstate or foreign commerce, any writings, signs, signals, pictures, 
or sounds for the purpose of executing such scheme or artifice 
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CONSPIRACY 

 
A criminal conspiracy is an agreement among two or more persons to 
accomplish an unlawful purpose.  If one or more co-conspirators 
committed an overt act to execute the agreement, the government may 
seek to charge the conspirators under 18 U.S.C. § 371 or 18 U.S.C.         
§ 1349. 
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18 U.S.C. § 669 - Theft or embezzlement in 
connection with health care 

 
A person is guilty of this crime if she knowingly and willfully embezzles, 
steals, or otherwise without authority converts to the use of any person 
other than the rightful owner, or intentionally misapplies any of the 
moneys, funds, securities, premiums, credits, property, or other assets of 
a health care benefit program. 
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Anti-Kickback provision 

 42 U.S.C. § 1320a–7b(b) 
 Whoever knowingly and willfully solicits or receives any remuneration 

(including any kickback, bribe, or rebate) directly or indirectly, overtly or 
covertly, in cash or in kind— 

(A)    in return for referring an individual to a person for the furnishing or arranging 
for the furnishing of any item or service for which payment may be made in 
whole or in part under a Federal health care program, or 

 
(B) in return for purchasing, leasing, ordering, or arranging for or recommending 

purchasing, leasing, or ordering any good, facility, service, or item for which 
payment may be made in whole or in part under a Federal health care 
program, shall be guilty of a felony and upon conviction thereof, shall be fined 
not more than $25,000 or imprisoned for not more than five years, or both. 
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Safeharbor provision 
Paragraphs (1) and (2) shall not apply to— 
(A) a discount or other reduction in price obtained by a provider of services or other entity 
under a Federal health care program if the reduction in price is properly disclosed and 
appropriately reflected in the costs claimed or charges made by the provider or entity under 
a Federal health care program; 
(B) any amount paid by an employer to an employee (who has a bona fide employment 
relationship with such employer) for employment in the provision of covered items or 
services; 
(C) any amount paid by a vendor of goods or services to a person authorized to act as a 
purchasing agent for a group of individuals or entities who are furnishing services 
reimbursed under a Federal health care program if— 
(i) the person has a written contract, with each such individual or entity, which specifies the 
amount to be paid the person, which amount may be a fixed amount or a fixed percentage of 
the value of the purchases made by each such individual or entity under the contract, and 
(ii) in the case of an entity that is a provider of services (as defined in section 1395x(u) of this 
title), the person discloses (in such form and manner as the Secretary requires) to the entity 
and, upon request, to the Secretary the amount received from each such vendor with 
respect to purchases made by or on behalf of the entity; 
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Safeharbor provision (con’t) 

(D) a waiver of any coinsurance under part B of subchapter XVIII of this chapter by a 
Federally qualified health care center with respect to an individual who qualifies for 
subsidized services under a provision of the Public Health Service Act [42 U.S.C. § 201 et 
seq.]; 
 
 (E) any payment practice specified by the Secretary in regulations promulgated pursuant to 
section 14(a) of the Medicare and Medicaid Patient and Program Protection Act of 1987 or in 
regulations under section 1395w–104 (e)(6) [1] of this title; 
 
 (F) any remuneration between an organization and an individual or entity providing items or 
services, or a combination thereof, pursuant to a written agreement between the 
organization and the individual or entity if the organization is an eligible organization under 
section 1395mm of this title or if the written agreement, through a risk-sharing arrangement, 
places the individual or entity at substantial financial risk for the cost or utilization of the items 
or services, or a combination thereof, which the individual or entity is obligated to provide; 
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Safeharbor provision (con’t) 

(G) the waiver or reduction by pharmacies (including pharmacies of the Indian Health 
Service, Indian tribes, tribal organizations, and urban Indian organizations) of any cost-
sharing imposed under part D of subchapter XVIII of this chapter, if the conditions described 
in clauses (i) through (iii) of section 1320a–7a (i)(6)(A) of this title are met with respect to the 
waiver or reduction (except that, in the case of such a waiver or reduction on behalf of a 
subsidy eligible individual (as defined in section1395w–114 (a)(3) of this title), section 
1320a–7a (i)(6)(A) of this title shall be applied without regard to clauses (ii) and (iii) of that 
section); 
 
(H) any remuneration between a federally qualified health center (or an entity controlled by 
such a health center) and an MA organization pursuant to a written agreement described in 
section 1395w–23 (a)(4) of this title; 
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Safeharbor provision (con’t) 

  
(I) any remuneration between a health center entity described under clause (i) or (ii) of 
section 1396d (l)(2)(B) of this title and any individual or entity providing goods, items, 
services, donations, loans, or a combination thereof, to such health center entity pursuant to 
a contract, lease, grant, loan, or other agreement, if such agreement contributes to the ability 
of the health center entity to maintain or increase the availability, or enhance the quality, of 
services provided to a medically underserved population served by the health center entity; 
and 
  
(J) a discount in the price of an applicable drug (as defined in paragraph (2) of 
section1395w–114a (g) of this title) of a manufacturer that is furnished to an applicable 
beneficiary (as defined in paragraph (1) of such section) under the Medicare coverage gap 
discount program under section 1395w–114a of this title. 
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Illegal Admitting and Retention 
of Patients 
 42 U.S. Code § 1320a–7b(d) 
 Whoever knowingly and willfully— 
(1) charges, for any service provided to a patient under a State plan approved under 

subchapter XIX of this chapter, money or other consideration at a rate in excess of the 
rates established by the State (or, in the case of services provided to an individual 
enrolled with a Medicaid managed care organization under subchapter XIX of this 
chapter under a contract under section 1396b (m) of this title or under a contractual, 
referral, or other arrangement under such contract, at a rate in excess of the rate 
permitted under such contract), or 

(2) charges, solicits, accepts, or receives, in addition to any amount otherwise required to be 
paid under a State plan approved under subchapter XIX of this chapter, any gift, money, 
donation, or other consideration (other than a charitable, religious, or philanthropic 
contribution from an organization or from a person unrelated to the patient)— 

• (A) as a precondition of admitting a patient to a hospital, nursing facility, or intermediate 
care facility for the mentally retarded, or 

• (B) as a requirement for the patient’s continued stay in such a facility, 
•  when the cost of the services provided therein to the patient is paid for (in whole or in 

part) under the State plan, shall be guilty of a felony and upon conviction thereof shall be 
fined not more than $25,000 or imprisoned for not more than five years, or both. 

18 



False Statement 

 42 U.S. Code § 1320a–7b(c)  False statements or representations 
with respect to condition or operation of institutions 

  
Whoever knowingly and willfully makes or causes to be made, or induces or seeks 

to induce the making of, any false statement or representation of a material 
fact with respect to the conditions or operation of any institution, facility, or 
entity in order that such institution, facility, or entity may qualify (either upon 
initial certification or upon recertification) as a hospital, critical access hospital, 
skilled nursing facility, nursing facility, intermediate care facility for the mentally 
retarded, home health agency, or other entity (including an eligible organization 
under section 1395mm (b) of this title) for which certification is required under 
subchapter XVIII of this chapter or a State health care program (as defined in 
section 1320a–7 (h) of this title), or with respect to information required to be 
provided under section 1320a–3a of this title, shall be guilty of a felony and 
upon conviction thereof shall be fined not more than $25,000 or imprisoned for 
not more than five years, or both. 
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False Claims Act 

 Cannot knowingly submit a false claim for 
payment to the federal government. 

 Must report and repay a false claim within 60 
days. 

 Penalties 
– Repayment plus interest 
– Civil monetary penalties of $5,500 to $11,000 

per claim 
– 3x damages 
– Exclusion from Medicare/Medicaid 
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False Claims Act: 
Private Actions 
 Qui Tam Suits:  private entities (e.g., employees, 

patients, providers, competitors, etc.) may sue 
the hospital under False Claims Act on behalf of 
the government. 
– Government may or may not intervene. 
– Qui tam relator. 

• Receives a percentage of any recovery. 
• Recovers their costs and attorneys fees. 
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False Claims Act:  
Examples 
 Claims for services that were not provided or 

were different than claimed. 
 Failure to comply with conditions of payment. 

– Express or implied certification of compliance 
when submit claims (e.g., cost reports or claim 
forms). 

 Failure to comply with quality of care. 
– Express or implied certification of quality. 
– Provision of “worthless” care. 
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False or Fraudulent Claims 

 Cannot knowingly present or cause to be presented to 
federal or state program a claim that is: 
– For an item or service that the person knows was not 

provided as claimed (e.g., upcoding). 
– False or fraudulent. 
– Presented as physician service or physician extender service 

but the person who presented the claim knew that: 
• Physician was not licensed, 
• Physician’s license was improperly obtained, or 
• Physician misrepresented that he/she was board certified. 

– For a pattern of items or services that a person knows or 
should know are not medically necessary. 

(42 U.S.C. § 1320a-7a(a)(1); 42 C.F.R. § 1003.102) 

23 



False or Fraudulent Claim 

 Penalties: 
– Denial of payment. 
– $10,000 for each item or service claimed. 
– 3x amount claimed for item or service. 
– Exclusion from Medicare and Medicaid. 

(42 U.S.C. § 1320a-7a(a)) 

 May also trigger False Claims Act 
– $5,500 to $11,000 per false claim. 
– 3x the amount claimed. 
– Qui tam lawsuit. 
– Repayment of amounts improperly paid. 
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False Record or Statement 

 Cannot knowingly make, use, or cause to be made or used 
a false record or statement material to a false or fraudulent 
claim for payment for items and services furnished under a 
Federal health care program. 

 Penalty 
– $50,000 per each false statement or misrepresentation. 
– 3x amount claimed. 
– Denial of payment. 
– Repayment of amounts improperly paid. 
– Exclusion from Medicare and Medicaid. 

(42 U.S.C. § 1320a-7a(a)(8); 42 C.F.R. § 1003.102) 
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False Certification for Home 
Health Services 
 Physician cannot execute a document representing that 

patient meets requirements for home health services if the 
physician knows that all of the requirements are not met. 

 Penalty 
– $5,000 
– 3x amount of payments for home health services made 

per such certification. 
(42 U.S.C. § 1320a-7a(b)(3); 42 C.F.R. § 1003.102) 
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Violation of Provider Agreement 

 Cannot knowingly present or cause to be presented to any 
person a request for payment that violates: 
– Assignment limitations. 
– Arrangement with a state agency not to charge a person 

for an item or service over allowed charge. 
– Agreement to be a participating provider. 

 Penalty  
– $10,000 per item or service 
– 3x amount claimed. 
– Repayment of amounts paid. 
– Exclusion from Medicare and Medicaid. 

(42 U.S.C. § 1320a-7a(a)(2); 42 C.F.R. § 1003.102) 
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False Information re Discharge 

 Cannot knowingly give or cause to be given to any person, 
with respect to Medicare inpatient coverage, information 
that he knows or should know is false or misleading, and 
that could reasonably be expected to influence the decision 
when to discharge such person or another individual from 
the hospital. 

 Penalty 
– $15,000 for each individual for which false information given. 
– 3x amount claimed. 
– Repayment of amounts paid. 
– Exclusion from Medicare and Medicaid. 

(42 U.S.C. § 1320a-7a(a)(3); 42 C.F.R. § 1003.102) 
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Repayment Law 

 If provider has received an “overpayment”, provider must: 
– Return the overpayment to federal agency, state, 

intermediary, or carrier, and  
– Notify the entity of the reason for the overpayment. 

 Must report and repay within the later of: 
– 60 days after overpayment is identified, or 
– date corresponding cost report is due. 
 If have notice of potential overpayment, must make 

“reasonable inquiry” with “all deliberate speed” to 
determine whether overpayment exists. 

 No “finders keepers” 
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Repayment Law 

 “Overpayment” = funds a person receives or retains to 
which the person, after applicable reconciliation, is not 
entitled, e.g.,  
– Payments for non-covered services 
– Payments in excess of the allowable amount 
– Errors and non-reimbursable expenses in cost reports 
– Duplicate payments 
– Receipt of Medicare payment when another payor is primary 
– Payments received in violation of: 

• Stark 
• Anti-Kickback Statute 
• Exclusion Statute 
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Repayment Law 

 “Knowing” failure to report and repay by deadline = 
– False Claims Act violation 

• $5,500 to $11,000 per violation 
• 3x damages 
• Qui tam lawsuit 
(31 U.S.C. § 3729) 

– Civil Monetary Penalties Law violation 
• $10,000 penalty 
• 3x damages 
• Exclusion from Medicare or Medicaid 
(42 U.S.C. § 1320a-7a(a)(10)) 
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Repayment Law 

 “Knowing” = 
– Has actual knowledge of overpayment 
– Acts in deliberate ignorance of overpayment 
– Acts with reckless disregard of overpayment 
– Does not require specific intent to defraud 
(31 U.S.C. § 3729(b)(1)) 

 Original conduct giving rise to overpayment may not violate 
FCA or Civil Monetary Penalties Law. 

 Failing to timely repay overpayment may violate FCA or 
Civil Monetary Penalties Law. 
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Repayment Rule 

 To report and repay overpayments, use existing voluntary 
refund process (“self-reported overpayment refund 
process”) 
– Use form that contractors maintain on their website. 
– Among other things, must disclose: 

• how error was discovered 
• corrective action plan to avoid repeat 
• reason for refund 
• total amount of refund 
• if statistical sample used, method for calculation. 

– Include refund. 
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Repayment Rule 

 Examples of “identified” overpayment 
– Upon reviewing records, discover erroneous codes used. 
– Discover services were rendered by unlicensed or excluded 

provider. 
– Internal audit reveals overpayment. 
– Compliance hotline tip notifies provider of possible 

overpayment but provider fails to make reasonable inquiry. 
 Overpayment is “identified” when: 

– Existence of an overpayment is confirmed, or 
– Put on notice and failed to make reasonable inquiry. 
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Repayment Rule 

 Not perfectly clear how far back provider must look when 
evaluating repayment. 
– CMS may reopen claims: 

• Within 1 year for any reason. 
• Within 4 years for good cause. 
• Anytime due to fraud or fault. 
(See 42 C.F.R. § 405.980) 

– Be mindful of the False Claims Act statute of limitations 
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Repayment Rule 

 Repayment per Repayment Law does not resolve 
violations or penalties under other laws, e.g., 
– Anti-Kickback Statute, Civil Monetary Penalties Law, False Claims 

Act, or other criminal provisions, which are resolved by OIG or 
DOJ. 

 If Medicare contractor believes repayment involves 
violation of federal law, contractor may report repayment to 
the OIG, CMS, or other federal agency. 
– Be careful how and what you disclose. 
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Obstruction of Justice 

 18 U.S.C. §§ 1503, 1505, 1510, 1511, 1512, 1513, 1519  
 18 U.S.C. § 1505 Obstruction of proceedings before departments, 

agencies, and committees 
Whoever corruptly, or by threats or force, or by any threatening letter or 

communication influences, obstructs, or impedes or endeavors to influence, 
obstruct, or impede the due and proper administration of the law under which 
any pending proceeding is being had before any department or agency of the 
United States, or the due and proper exercise of the power of inquiry under 
which any inquiry or investigation is being had by either House, or any 
committee of either House or any joint committee of the Congress. 

 18 U.S.C. § 1516 Obstruction of A Federal Audit 
Whoever, with intent to deceive or defraud the United States, endeavors to 

influence, obstruct, or impede a Federal auditor in the performance of official 
duties relating to a person, entity, or program receiving in excess of $100,000, 
directly or indirectly, from the United States in any one year period under a 
contract or subcontract, grant, or cooperative agreement. 
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18 U.S.C. § 1518 Obstruction of Criminal Investigations 
of Health Care Offenses  

 
(a) Whoever willfully prevents, obstructs, misleads, delays or attempts to 

prevent, obstruct, mislead, or delay the communication of information 
or records relating to a violation of a Federal health care offense to a 
criminal investigator shall be fined under this title or imprisoned not 
more than 5 years, or both.  
 

(b) As used in this section the term “criminal investigator” means any 
individual duly authorized by a department, agency, or armed force of 
the United States to conduct or engage in investigations for 
prosecutions for violations of health care offenses. 

38 



18 U.S.C. § 1519 Destruction, alteration, or falsification 
of records in Federal investigations 

 
Whoever knowingly alters, destroys, mutilates, conceals, covers up, falsifies, or 

makes a false entry in any record, document, or tangible object with the intent 
to impede, obstruct, or influence the investigation or proper administration of 
any matter within the jurisdiction of any department or agency of the United 
States or any case filed under title 11, or in relation to or contemplation of any 
such matter or case, shall be fined under this title, imprisoned not more than 20 
years, or both. 
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 “Whoever alters, destroys ... any 
record, document, … with the intent 
to impede, obstruct, or influence 
the investigation [of] … any Federal 
agency … shall be … imprisoned 
not more than 20 years” 
– 18 U.S.C. § 1519 

 Document Retention 
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 Document Retention 

 “Whoever corruptly alters, destroys, 
… or conceals a record … with the 
intent to impair the object’s integrity 
… in an official proceeding, or 
otherwise obstructs or impedes any 
official proceeding, shall be 
imprisoned not more than 20 years” 
–18 U.S.C. § 1512(c) 
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 Document Retention 

“[O]bligation to preserve 
documents … rests squarely on the 
shoulders of senior corporate 
officers.” 

–In re Prudential Ins., 169 F.R.D. 
598 (D.N.J. 1997) 
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Exclusion/Debarment 

 Certain offenses trigger mandatory exclusion from participation in 
Medicare and Medicaid, including 

 
 A felony conviction for fraud, theft, or embezzlement involving a health care 

program; 
 
 A conviction for abuse and neglect of patients; and  
 
 A conviction for failure to deliver services authorized by the Medicare and/or 

Medicaid programs.  
 
 HHS-OIG may also debar parties from participation in Medicaid and Medicare 

even where it is not mandatory.  Permissive exclusion can occur as the result 
of a number of infractions (e.g., obstructing a healthcare overpayment 
investigation). 
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Excluded Entities 

 HHS may exclude individuals and entities from 
participating in federal health care programs if they have 
been convicted of fraud, abuse, or many other offenses. 
– Mandatory exclusions:  42 C.F.R. § 1001.101 
– Permissive exclusions:  42 C.F.R. § 1001.201 

 States are required to exclude from Medicaid any person 
who has been excluded from federal programs. 

 Exclusion continues until OIG reinstates the entity or 
withdraws exclusion. 
– Must apply for reinstatement. 

(42 U.S.C. § § 1320a-7 and 1320c-5; 42 C.F.R. § 1001 parts B and C) 
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Excluded Entities 

 Excluded person cannot order or prescribe item or 
service if the person knows or should know that a 
claim for such item or service will be made under a 
federal health care program. 

 Penalty 
– $10,000 per item or service. 
– 3x amount claimed. 
– Repayment of amounts paid. 

(42 U.S.C. § 1320a-7a(a)(8); 42 C.F.R. § 1003.102) 
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Excluded Entities 

 Cannot knowingly present or cause to be presented a claim 
to a federal or state program that is for an item or service 
furnished by an excluded person. 

 Penalty: 
– $10,000 per item or service. 
– 3x amount claimed. 
– Repayment of amounts paid. 
– Exclusion from Medicare and Medicaid. 
– Criminal sanctions 

(42 U.S.C. § 1320a-7a(a)(1)(D); 42 C.F.R. § § 1001.1901 and 
1003.102).  
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Excluded Entities 

 Cannot hire or contract with an excluded entity or 
arrange for an excluded entity to provide items 
services payable by federal program if knew or 
should know if the exclusion. 

 Penalties 
– $10,000 per claim submitted. 
– 3x amount of claims. 
– Repayment of amounts paid. 
– Exclusion from Medicare and Medicaid. 
 

(42 U.S.C. § 1320a-7a(a)(6); 42 C.F.R. § 1003.102). 

47 



Excluded Entities 

 Medicare, Medicaid, or other federal program will not pay 
claim if person “knew or should have known” of exclusion. 
– Exception for certain emergency services. 

 (42 C.F.R. §§ 1001.1901(b) and 1003.102(a)) 

 Knowledge =  
– Have actual knowledge of exclusion or sufficient facts 

that you should have known of exclusion. 
– Notified by HHS of exclusion, e.g., in response to claim. 

• Prohibition takes effect certain number of days after 
notice mailed. 

– Listed on the List of Excluded Individuals or Entities 
(“LEIE”). 
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List of Excluded Individuals and 
Entities (“LEIE”) 
 “Providers and contracting entities have an affirmative duty to 

check the program exclusion status of individuals and entities 
prior to entering into employment or contractual relationships, or 
run the risk of CMP liability if they fail to do so.”   
 

 Check LEIE before hiring or contracting with entities. 
– Employees, contractors, vendors, medical staff, etc. 

 Check LEIE periodically to determine status. 
– Employees, providers, vendors, medical staff members, 

ordering providers, others? 
– Excluded provider list updated monthly. 

• CMS Medicare:  check LEIE “periodically” or “routinely”, 
e.g., at least annually 

    (OIG Supplemental Compliance Guidance, 70 FR 4876) 
• CMS Medicaid:  check LEIE monthly  
    (Letter from H. Kuhn, CMS Medicaid, 1/16/09) 

49 



50 

Increased Enforcement 
 

 Players In Enforcement 
• U.S. Attorney’s Office 

• Health Care Fraud Coordinator and Other Assistant U.S. Attorneys 
• Health Care Fraud Investigator 

 
 U.S. Department of Health & Human Services Office of Inspector General 

(HHS-OIG) 
• Special Agents who investigate allegations of fraud and abuse and refer matters to USAOs for 

prosecution 
• Issue annual work plan identifying cases of particular concern and other guidance 
• Debarment authority allows it to exclude providers from participating in the federal health care 

benefit programs as the result of fraud and abuse 

 
 Federal Bureau of Investigation 

• Special Agents 
 



Increased Enforcement (con’t) 

 Medicaid Fraud Control Units (MFCU), Department of Criminal Investigation 
• If State Medicaid Program administrators detect fraudulent activities in audits, the matters must 

be referred to the MFCU (42 C.F.R. § 455.21) 
• Attorney 
• Special Agents & Auditors 

 
• State Auditor’s Office / Insurance Commissioner 

• Attorney 
• Investigators 

 
• Centers for Medicare and Medicaid Services 
• Determine overpayment appeals when providers challenge payment 

denials and overpayment demands. 
• Provides Guidance to the Contractors Administering the Program 
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Non-Law Enforcement Players 

 
Medicare Administrative Contractors (MACs) - - as the entities responsible for 
administering the claims processing and payment functions for Medicare on a regional basis, 
these private companies have program integrity units, which have access to substantial 
claims and payment information to determine patterns and errors; 
Recovery Audit Contractors (RACs) - - by focusing on errors, RACs recoup 
overpayments through data mining; they have authority to review Parts A – D of Medicare 
and Medicaid payments made to providers, paid based upon a percentage (9 to 12% in 
Fiscal Year 2012) of improper payments recovered; 
Zone Program Integrity Contractors (ZPICs) - - four private firms assigned to regions; 
data mining and analytics by regional contractors to detect waste, fraud, and abuse in 
Medicare (Parts A & B); investigation of matters; referrals to OIG and other law enforcement 
and MACs; 
Fraud Prevention Partnership - - HHS/DOJ initiative with private insurers; more data 
mining and analytics. 
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 The Means of an Investigation 
 HIPAA Administrative Subpoenas 
 OIG Requests for Information or Assistance 
 OIG Administrative Subpoenas 
 Demands For Immediate Access by OIGs and 

MFCU 
 DOJ Civil Investigative Demands, including 

Interrogatories and Deposition Notices 
 Grand Jury Subpoenas 
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Tripwires 

 What Factors Counsel In Favor Of An Internal 
Investigation? 

  
The American College of Trial Lawyers has identified 

events that should serve as triggers. 
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Counsel – A.S.A.P. 

 Call counsel ASAP 
–in-house or outside counsel 

 BOTH: 
–search warrant (subpoena) 
–“knock & talk” 

 Do not worry about the optics 
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Counsel – A.S.A.P. 

 No “interview” 
without counsel 
 Don’t take on the 

company’s burden 
 Don’t hide misstep 
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Responding to Non-Compliance 

 Suspend relevant claims until situation resolved. 
– Submitting claim with knowledge of problem could violate False 

Claims Act or health care fraud statutes. 

 Assess scope of problem. 
– Isolated event or extensive problem? 
– “Knowing” misconduct or innocent error? 
– Amount and type of payments involved? 

 Consider involving knowledgeable healthcare attorney. 
– Expertise in evaluating relevant laws and regulations. 
– May provide some protection if act on advice of counsel. 

– May maximize attorney-client privilege. 
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Responding to Non-Compliance 

 Immediately investigate. 
– Remember 60-day deadline; must act with “all deliberate speed”. 
– Immediately take steps to preserve relevant documents, including 

electronic files. 
– Gather and review relevant documents. 
– Interview relevant persons. 
– Document investigation. 
– Assume whatever you document will be discoverable. 

 Never destroy relevant documents or falsify information. 
– Federal crime to destroy documents that are subject of existing or 

pending investigation.  (18 U.S.C. § 1519) 

 Never retaliate against whistleblowers. 

72 



Responding to Non-Compliance 

 Determine whether a violation actually occurred. 
– Consider all relevant regulations and exceptions. 
– Did transaction involve federal program payments? 
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Responding to Non-Compliance 

 Apply regulations that were relevant at the time. 
– Regulations have been amended at times. 
– Apply exception as it existed during relevant time 

period. 
 Consider official commentary and decisions relevant to the 

compliance issue. 
– Advisory Opinions 
– Preamble to regs published in Federal Register (“FR”) 
– Advisory Bulletins and Fraud Alerts 
– CMS Frequently Asked Questions 
– Local guidance 
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Responding to Non-Compliance 

Exception for providers “without fault”? 
 “A provider is liable for overpayments it received unless it is found 

to be without fault…. The FI or carrier considers a provider without 
fault, if it exercised reasonable care in billing for, and accepting, the 
payment; i.e.,  
– It made full disclosure of all material facts; and  
– On the basis of the information available to it, including, but not 

limited to, the Medicare instructions and regulations, it had a 
reasonable basis for assuming that the payment was correct, or, 
if it had reason to question the payment; it promptly brought the 
question to the FI or carrier‘s attention.”  

   (Medicare Fin. Mgmt Man. Ch. 3 § 90) 
 A provider is presumed to be without fault after 3 years.  (See 42 

C.F.R. § 1395gg(b)-(c)). 
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Responding to Non-Compliance 

 If a problem exists, fix it. 
– Modify processes. 
– Discipline employees. 
– Document remedial efforts. 
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Responding to Non-Compliance 

 Implement and document voluntary corrective action plan 
to avoid similar problems in the future. 
– Update policies or processes. 
– Obtain additional guidance. 
– Conduct appropriate training. 
– Document remedial actions. 
– Include remedial efforts in any disclosure. 

77 



78 

Compliance Programs: 7 Elements 

 Standards and Procedures 
 Education and Training 
 Oversight 
 Monitoring and Auditing 
 Reporting 
 Enforcement and Discipline 
 Response and Prevention 
 PLUS:  risk assessment to modify over time 

– U.S. Sentencing Guidelines, Section 8B2.1 
 See Attachment A - - HHS OIG’s Compliance Program 

Guidance for Hospitals 
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Compliance Programs:  Prevention 

 Standards and procedures 
– Commitment to compliance 
– How to do it right 
– Anti-retaliation protection 

 Education and training 
– At hire and then at least annually 
– Review P&Ps, disciplinary guidelines 
– Test and document results 

 Oversight 
– Deterrent value 
– Early detection 
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Compliance Programs:  Detection 

 Monitoring and 
Auditing 
– Identify high risk areas 

• OIG Work Plan 
• RAC audit areas 
• Claims monitoring 

 

 Reporting 
– Hotline 
– Track complaints, 

investigations, results 
– Communication 

• Report to leadership 
• Exit interviews 
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Compliance Programs:  Resolution 

 Enforcement and Discipline 
 

 Response and Prevention 
 

 Modify all of above to prevent 
recurrence 
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Compliance Programs:  Resolution 

 When issue surfaces: 
– Determine scope of allegations 
– Preserve documents 
– Investigate thoroughly 
– Determine course of action 
– Remediate 

• Refund overpayments 
• Train 
• Disclose? 

– Audit and document success of remediation 



Better to Comply 

 
– Resource materials 
 

 OIG Compliance Education Materials available at 
https://oig.hhs.gov/compliance/101/index.asp. 

 
 OIG Compliance Program Guidance at 

https://oig.hhs.gov/compliance/compliance-guidance/index.asp. 
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Better to Comply 

 Implement an effective compliance program 
– See OIG Compliance Program Guidance, available at 

https://oig.hhs.gov/compliance/compliance-guidance/index.asp. 
• Compliance officer / Compliance committee 
• Compliance policies and procedures 
• Open lines of communication 
• Training and education 
• Auditing and monitoring 
• Responding to non-compliance 
• Discipline for non-compliance 

– May help ensure compliance. 
– May mitigate exposure if there is a compliance failure. 
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Advisory Opinions 

 OIG may issue advisory opinions. 
– Listed on OIG fraud and abuse website, 

www.oig.hhs.gov/fraud. 
 Not binding on anyone other than participants to 

the opinion. 
 But you are probably fairly safe if act consistently 

with favorable advisory opinion. 
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Fraud Alerts, Bulletins, etc. 

 OIG periodically publishes other: 
– Special Fraud Alerts 
– Bulletins 
– Open Letters 
– Listed on OIG fraud and abuse website, 

www.oig.hhs.gov/fraud. 
 Provide guidance concerning OIG’s enforcement 

position. 
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Action Items 

 Ensure your compliance policies address fraud and abuse 
laws.  (See, e.g., OIG Supplemental Hospital Compliance 
Program Guidance, 70 FR 4858 (2005)). 

 Train key personnel regarding compliance. 
– Administration. 
– Compliance officers and committees. 
– Human resources. 
– Physician relations and medical staff officers. 
– Marketing / public relations. 
– Governing board members. 
– Purchasing. 
– Accounts payable. 

 Document training. 
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Fraud and Abuse: 
Minimizing Risk 

 Make compliance a priority. 
 Have effective compliance plan. 

– Written standards of conduct, policies, and procedures 
– Competent compliance officer/committee 
– Effective ongoing education and training 
– Process for reporting suspected compliance issues 
– Prompt response to compliance concerns. 
– Auditing and monitoring 

• See OIG Compliance Program Guidance for Physicians  
• See OIG Supplemental Compliance Program Guidance for 

Hospitals  
Available at http://oig.hhs.gov/fraud/complianceguidance.asp. 

 Compliance plan will become mandatory soon. 
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Fraud and Abuse: 
Minimizing Risk 

 Pay attention to risk areas 
– Submission of accurate claims and information, e.g.,  

• Billing for services not rendered 
• Medically unnecessary services 
• Upcoding, unbundling, DRG creep, etc. 
• Duplicate billing 
• Documentary support 

– Referral and kick-back statutes (Stark and Anti-Kickback) 
– Payments to reduce or limit services (e.g., gainsharing) 
– Substandard care 
– Inducements to Medicare/Medicaid beneficiaries 

 See Compliance Program Guidance, fraud alerts, special advisory 
bulletins, etc. at  
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Repayment Rule 

 Participation in OIG Self-Disclosure Protocol (“SDP”) 
– Suspends time for refund under Repayment Law. 
– Timely disclosure to OIG per SDP constitutes report for 

purposes of repayment rule. 
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OIG Self-Disclosure Protocol 

 Voluntary program 
 Benefits 

– OIG may reduce penalties if fully disclose and 
cooperate. 

– Probably no corporate integrity agreement. 
– May preclude qui tam lawsuits. 
– Suspends repayment under Proposed Repayment Rule. 
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OIG Self-Disclosure Protocol 

 Risks 
– No guarantee that OIG will reduce penalties. 
– Penalties may bankrupt provider. 
– OIG may broaden investigation. 
– New matters discovered by OIG are outside protocol. 
– Failure to fully disclose or cooperate may result in 

additional penalties. 
– OIG may report to other government agencies. 
– Participation is burdensome. 
– Likely will waive of privilege. 
– Information may become public. 
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OIG Self-Disclosure Protocol 

 SDP should only be used to resolve matters that 
“potentially violat[e] Federal, criminal or civil or 
administrative laws. Matters exclusively involving 
overpayments or errors that do not suggest that violations 
of law have occurred should be brought directly to the 
attention of the [contractor].”  (63 FR 58400) 
– Generally, SDP applies to violations that involve: 

• Actual knowledge 
• Reckless disregard 
• Deliberate ignorance 

– Not honest mistakes or errors. 
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OIG Self-Disclosure Protocol 

SDP Process 
 If you discover historical or ongoing fraud, conduct initial 

investigation to determine facts and confirm SDP applies. 
 If decision is made to make self-disclosure, submit initial written 

disclosure to OIG, including: 
– Information about provider. 
– Complete description of conduct disclosed. 
– Description of internal investigation or estimate for completion. 
– Estimate of damages to federal programs, method for calculation or 

estimate for completion. 
– Laws potentially violated. 

 Complete investigation within 3 months. 
(See OIG SDP and Open Letter dated 4/15/08). 
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OIG Self-Disclosure Protocol 

SDP Process 
 Internal investigation 

– Nature and extent of improper practice. 
– Discovery and response to matter. 
– Self-assessment of impact on federal programs. 
– Certification. 

 OIG verifies information in report 
– Access to all audit and other papers without regard to privilege. 
– Respond timely to OIG requests for additional information. 
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OIG Self-Disclosure Protocol 

 “The disclosing entity’s diligent and good faith cooperation 
throughout the entire process is essential….  [T]he OIG expects 
to receive documents and information from the entity that relate 
to the disclosed matter without the need to resort to compulsory 
methods.  If a provider fails to work in good faith with the OIG to 
resolve the disclosed matter, that lack of cooperation will be 
considered an aggravating factor when the OIG assesses the 
appropriate resolution….  Similarly, the intentional submission of 
false or otherwise untruthful information, as well as the 
intentional omission of relevant information, will be referred to 
the DOJ or other Federal agencies and could, in itself, result in 
criminal and/or civil sanctions….”  (63 FR 58403) 
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OIG Self-Disclosure Protocol 

 Do not assume that you will avoid all penalties by self-
disclosing. 
 
 OIG seems to have established formulas or protocols for 
handling certain types of claims, e.g., excluded providers. 
 
 Under FCA, disclosure within 30 days reduces penalties 
to 2x damages. 
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OIG Self-Disclosure Protocol 

Conduct Settlement 

Provider employed excluded individual $56,663 
Billed Medicare for PT services without adequate 
documentation 

$403,935 

Billed Medicare for services under wrong physician’s 
name 

$64,494 

  Select SDP settlements since 2010 per OCR website 
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Responding to Non-Compliance 

 Once you take the step to self-report, there is no 
turning back 

99 



Responding to Non-Compliance 

 When reporting to government: 
– Fully cooperate with investigation. 
– Do not misrepresent information. 
– Do not omit material information. 
– Do not provide more than is reasonably relevant. 
– Make your best case. 
– Discuss adverse financial impact on provider. 
– Assume that the government will check your facts and 

analysis. 
– Assume that the government investigation may go 

beyond your initial disclosure to consider other issues. 
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Responding to Non-Compliance 

 When calculating exposure, verify actual payments 
received from federal programs during relevant period. 
– Were payments received for DHS? 
– Were there cost report adjustments or write offs? 
 

 Limit analysis to relevant lookback or other period. 
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Responding to Non-Compliance 

 When calculating repayment, use credible methodology. 
– No established or required methodology. 
– Must be reasonable under the circumstances. 
– Ensure personnel preparing the analysis are looking at 

the right issues. 
– See OIG SDP suggestions for methodology. 
– Government will evaluate appropriateness of 

methodology.  
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Responding to Non-Compliance 

 Not obligated to accept government’s proposed settlement. 
– May withdraw. 
– Lose benefits of self-disclosure. 
– May reopen claims process. 

 Document settlement in an agreement. 
 Beware:  settlement agreement with one agency does not 

bind other agencies who are not parties to agreement. 
– Unless released, may still be liable for additional suit or 

penalties, including: 
• Criminal penalties 
• Civil penalties 
• Administrative penalties  

But these may be harder for 
government to prove; less 
incentive to pursue additional 
claims.  
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OIG Self-Disclosure Protocol 

Benefits 
 OIG may reduce penalties if 

fully disclose and cooperate. 
 Probably no corporate integrity 

agreement. 
 May preclude qui tam lawsuits. 
 Suspends repayment under 

Proposed Repayment Rule. 

 

Risks 
 Minimum $50,000 settlement for 

AKS violations. 
 OIG may broaden investigation. 
 New matters discovered by OIG 

are outside protocol. 
 Failure to fully disclose or 

cooperate may result in additional 
penalties. 

 OIG may report to other 
government agencies. 

 Participation is burdensome. 
 Likely will waive of privilege. 
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Failure to Grant Access 

 Cannot fail to grant timely access, upon reasonable 
request, to the OIG for purposes of audits, investigations, 
evaluations or other statutory functions of the OIG. 

 Penalties 
– $15,000 for each day that fail to grant access. 
– Exclusion from Medicare and Medicaid. 

(42 U.S.C. § 1320a-7a(a)(9); 42 C.F.R. §§ 1001.1301 and 1003.102) 
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Repayment Obligation 

 False Claims Act:   
– Must report and repay “overpayment” within 60 days. 
– Overpayment = payment to which you are not entitled, 

including payment in violation of Anti-Kickback Statute. 
 Knowing failure to repay = 

– Violation of False Claims Act 
• $5,500 to $11,000 per claim 
• 3x damages 

– Violation of Civil Monetary Penalties Law 
• $10,000 per claim 

 See CMS’s Proposed Repayment Rule, 77 FR 9179 
(2/16/12) 
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Self-Disclosure 

Disclosure Decision Factors 
 Need: violation? 
 Risks? 

– Cost/disruption/penalties 
– No leniency guarantee 
– Trigger investigations, civil 

lawsuits, market  
repercussions 

– Potential waiver of 
confidentiality  

 

 
 Timing? 
 Which entity/agency? 

– OIG/HHS, DOJ/US 
Attorney Office 

– Medicaid Fraud Control 
Unit 

– CMS Contractors (FI, 
MEDICs, etc.) 
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Self-Disclosure 

Possible outcomes may include: 
 

 CMP settlement at lower end of range 
 Settlement of federal FCA at double damages 

rather than triple 
 Refund 
 No recovery/settlement 
 State FCA penalty and damages 
 Ongoing compliance obligations? CIA/CCA? 



Questions? 

William W. Mercer 
(406) 252-2166 
wwmercer@hollandhart.com 
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